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Status of this Meno

Thi s docunent specifies an Internet standards track protocol for the
Internet conmunity, and requests discussion and suggestions for
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O ficial Protocol Standards" (STD 1) for the standardization state
and status of this protocol. Distribution of this nenmo is unlimted.
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Abst r act

This meno defines a portion of the Managenent |nformati on Base (M B)
for use with network nmanagenent protocols in the Internet community.
This meno obsol etes RFC 2239, "Definitions of Managed hjects for

| EEE 802.3 Medium Attachnent Units (MAUs) using SMv2". This menp
extends that specification by including managenent information useful
for the nmanagenment of 1000 Mo/s MAUs.

Et hernet technol ogy, as defined by the 802.3 Wrking Goup of the

| EEE, continues to evolve, with scal abl e i ncreases in speed, new
types of cabling and interfaces, and new features. This evol ution
may require changes in the managed objects in order to reflect this
new functionality. This docunent, as with other docunents issued by
this working group, reflects a certain stage in the evolution of

Et hernet technology. |In the future, this docunment m ght be revised,
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or new docurents m ght be issued by the Ethernet Interfaces and Hub
M B Working Goup, in order to reflect the evolution of Ethernet
t echnol ogy.
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1. Introduction

This menmo defines a portion of the Management |nformati on Base (M B)
for use with network nmanagenent protocols in the Internet community.
In particular, it defines objects for managi ng | EEE 802. 3 Medi um
Attachment Units (MAUS).

This menmo al so includes a MB nodule. This MB nodul e extends the
list of managed objects specified in the earlier version of this MB:
RFC 2239 [21].

The key words "MJST", "MJST NOT*, "REQU RED', "SHALL", "SHALL NOT",

"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "OPTIONAL" in this
document are to be interpreted as described in [20].
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2. The SNWP Managenent Franmewor k

The SNVP Management Framework presently consists of five mgjor
conponent s:

o] An overall architecture, described in RFC 2571 [1].

o] Mechani sns for describing and nam ng objects and events for the
pur pose of managenment. The first version of this Structure of
Management Information (SM) is called SMvl and described in
STD 16, RFC 1155 [2], STD 16, RFC 1212 [3] and RFC 1215 [4]. The
second version, called SMv2, is described in STD 58, RFC 2578
[5], STD 58, RFC 2579 [6] and STD 58, RFC 2580 [7].

o] Message protocols for transferring managenent information. The
first version of the SNWP nessage protocol is called SNWPv1l and
described in STD 15, RFC 1157 [8]. A second version of the SNWP
nessage protocol, which is not an Internet standards track
protocol, is called SNMPv2c and described in RFC 1901 [9] and RFC
1906 [10]. The third version of the message protocol is called
SNMPv3 and described in RFC 1906 [10], RFC 2572 [11] and RFC 2574
[12].

o] Prot ocol operations for accessing managenent information. The
first set of protocol operations and associated PDU formats is
described in STD 15, RFC 1157 [8]. A second set of protoco
operations and associated PDU fornmats is described in RFC 1905
[13].

o] A set of fundamental applications described in RFC 2573 [14] and
the vi ew based access control nechani smdescribed in RFC 2575
[15].

Managed obj ects are accessed via a virtual information store, terned
the Managenent Information Base or MB. Objects in the MB are
defined using the nmechani sns defined in the SM.

This meno specifies a MB nodule that is conpliant to the SMv2. A

M B conformng to the SMv1l can be produced through the appropriate
transl ations. The resulting translated MB nmust be semantically
equi val ent, except where objects or events are omtted because no
translation is possible (use of Counter64). Sone machi ne readabl e
information in SMv2 will be converted into textual descriptions in
SM vl during the translation process. However, this |oss of machine
readabl e information is not considered to change the semantics of the
M B.
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3.

3.

3.

3.

1

2.

3.

Overvi ew
Rel ati onship to RFC 2239

This MB is intended to be a superset of that defined by RFC 2239
[21], which will go to historic status. This MB includes all of the
objects contained in that M B, plus several new ones which provide
additional capabilities. Inplenentors are encouraged to support al
appl i cabl e conformance groups in order to nmake the best use of the
new functionality provided by this MB. The new objects provide
managenent support for:

o] managenent of 1000 Mo/ s devices
0 managenent of PAUSE negoti ation
o] managenment of rempte fault status

Rel ati onship to RFC 1515

RFC 2239 was a replacenment for RFC 1515 [22], which is now historic.
RFC 2239 defined a superset of RFC 1515 which contained all of the
objects defined in RFC 1515, plus several new ones which provided
addi tional capabilities. The new objects in RFC 2239 provi ded
management support for:

0 managenent of 100 Mo/ s devices
o] aut o-negoti ation on interface MAUs
o] j ack managenent

MAU Managenent

I nstances of these object types represent attributes of an | EEE 802. 3
MAU. Several types of MAUs are defined in the | EEE 802.3 CSMY CD
standard [16]. These MAUs nay be connected to | EEE 802. 3 repeaters
or to 802.3 (Ethernet-like) interfaces. For conveni ence this docunent
refers to these devices as "repeater MAUs" and "interface MAUs."

The definitions presented here are based on Section 30.5, "Layer
Managenent for 10, 100 & 1000 Mo/s Medi um Attachnment Units (MAUs)",
and Annex 30A, "GDMO Specifications for 802.3 nanaged object classes"
of IEEE Std. 802.3, 1998 edition [16]. That specification includes
definitions for 10Md/s, 100Md/s and 1000Mv/s devices. This
specification is intended to serve the same purpose: to provide for
management of all types of Ethernet/802.3 MAUs.

Smith, et al. St andards Track [ Page 4]



RFC 2668 802.3 MAU M B August 1999

3.4. Relationship to Gher MBs

It is assunmed that an agent inplenmenting this MB will also inplenent
(at least) the 'systemi group defined in MB-11 [18]. The follow ng
sections identify other MBs that such an agent should inplenent.

3.4.1. Relationship to the Interfaces MB.

The sections of this docunent that define interface MAU-rel ated

obj ects specify an extension to the Interfaces MB [19]. An agent

i mpl enenting these interface-MAU rel ated objects MJST al so i npl enent
the relevant groups of Interface MB. The value of the object

i fMaul flndex is the same as the value of 'iflndex' used to
instantiate the interface to which the given MAU i s connect ed.

It is expected that an agent inplenenting the interface-MAU rel ated
objects inthis MBw Il also inplement the Ethernet-like Interfaces
M B, [23].

(Note that repeater ports are not represented as interfaces in the
Interface MB.)

3.4.2. Relationship to the 802.3 Repeater MB

The section of this docunent that defines repeater MAU-rel ated

obj ects specifies an extension to the 802.3 Repeater MB defined in
[17]. An agent inplementing these repeater-MAU rel ated objects MJST
al so i nmpl enent the 802.3 Repeater M B.

The val ues of ' rpMauG oupl ndex’ and 'rpMauPortl ndex’ used to
instantiate a repeater MAU variable SHALL be the sanme as the val ues
of 'rptrPort G ouplndex’ and 'rptrPortlndex’ used to instantiate the
port to which the given MAU i s connect ed.

3.5. Managenent of Internal MAUs

In sone situations, a MAU can be "internal" -- i.e., its
functionality is inplemented entirely within a device. For exanple,
a managed repeater may contain an internal repeater-MAU and/or an
internal interface-MAU through whi ch management conmuni cati ons
originating on one of the repeater’s external ports pass in order to
reach the nmanagenment agent associated with the repeater. Such
internal MAUs nmay or nay not be managed. |f they are managed,

obj ects describing their attributes should appear in the appropriate
M B subtree: dot3RpMauBasi cG oup for internal repeater-MUs and

dot 31 f MauBasi cG oup for internal interface-MAUs.
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4. Definitions
MAU-M B DEFI NI TIONS ::= BEG N

| MPORTS

Count er 32, Integer32,

OBJECT- TYPE, MODULE- | DENTI TY, NOTI FI CATI ON- TYPE,

OBJECT- | DENTI TY, m b-2
FROM SNVPv2- SM

Trut hVal ue, TEXTUAL- CONVENTI ON
FROM SNWPv2- TC

OBJECT- GROUP, MODULE- COVPLI ANCE, NOTI FI CATI ON- GROUP
FROM SNWVPv 2- CONF;

mauMbd MODULE- | DENTI TY
LAST- UPDATED "9908240400Z" -- August 24, 1999
ORGANI ZATI ON "I ETF Et hernet Interfaces and Hub M B
Wor ki ng Group”
CONTACT- | NFO
"WG E-mai | : hubmi b@prnd. rose. hp. com
To subscri be: hubm b-request @prnd. rose. hp. com

Chair: Dan Romascanu
Postal : Lucent Technol ogi es
Atidi m Technol ogy Park, Bldg. 3
Tel Aviv 61131
| srael
Tel : +972 3 645 8414, 6458458
Fax: +972 3 648 7146
E-mail: dromasca@ ucent.com

Editors: Andrew Snith
Postal : Extrene Networks, Inc.
10460 Bandl ey Drive
Cupertino, CA 95014

USA
Tel : +1 408 579-2821
E-mai | : andr ew@xt r emenet wor ks. com
John Flick

Postal : Hewl ett-Packard Conpany
8000 Foothills Blvd. MS 5557
Rosevi |l | e, CA 95747-5557
USA
Tel: +1 916 785 4018
Fax: +1 916 785 1199
E-mai |l : johnf @ose. hp. com
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Kat hryn de Graaf
Postal : Argon Networks
25 Porter Road
Littleton, MA 01460
USA
Tel: +1 978 486 0665 x163
Fax: +1 978 486 9379
E-mai | : kdegr aaf @r gon. cont’
DESCRI PTI ON "Managenent i nformation for 802.3 MAUs.

The following reference is used throughout
this M B nodul e:

[ EEE 802.3 Std] refers to
| EEE Std 802.3, 1998 Edition: 'Information
technol ogy - Tel ecomruni cati ons and
i nformati on exchange between systens -
Local and netropolitan area networks -
Specific requirenents - Part 3: Carrier
sense nultiple access with collision
detection (CSMA/ CD) access method and
physi cal |ayer specifications’,
Sept ember 1998.

O particular interest is Cause 30, '10Md/ s,
100Mb/ s and 1000Mob/ s Managerent’."

REVI SI ON "9908240400Z" -- August 24, 1999
DESCRI PTI ON "Thi s version published as RFC 2668. Updat ed
to include support for 1000 Mo/ sec
MAUs and flow control negotiation."

REVI SI ON "9710310000Z" -- Cctober 31, 1997
DESCRI PTI ON "Thi s version published as RFC 2239."

REVI SI ON "9309300000Z" -- Septenber 30, 1993
DESCRI PTION "I nitial version, published as RFC 1515."

;.= { snnpDot 3MauMgt 6 }
snnpDot 3MauMyt OBJECT I DENTIFIER ::= { nib-2 26 }
-- textual conventions
JackType ::= TEXTUAL- CONVENTI ON

STATUS current

DESCRI PTI ON " Common enuner ati on val ues for repeater
and interface MAU jack types."
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SYNTAX | NTEGER {
ot her (1),
rj45(2),
rj45S(3), -- rj45 shiel ded
dbo(4),
bnc(5),
fAU (6), -- ferale aui
mAUI (7), -- nmale aui
fiberSC(8),
fiberMC(9),
fiberST(10),
telco(11),
ntrj(12), -- fiber MI-RJ
hssdc(13) -- fiber channel style-2

}

dot 3RpMauBasi cG oup
OBJECT | DENTI FI ER : :

dot 31 f MauBasi cG oup
OBJECT | DENTI FI ER : :

dot 3Br oadMauBasi cG oup
OBJECT I DENTIFIER ::= { snnpDot 3MauMgt 3 }

{ snnpDot 3MauMgt 1 }

{ snnmpDot 3MauMyt 2 }

dot 31 f MauAut oNegGr oup
OBJECT | DENTI FI ER : :

{ snnpDot 3MauMyt 5 }

-- object identities for MAU types
--  (see rpMauType and ifMauType for usage)

dot 3MauType
OBJECT I DENTI FIER ::= { snnpDot 3MauMyt 4 }

dot 3MauTypeAU OBJECT- | DENTI TY
STATUS current
DESCRI PTION "no internal MAU, view from AU "
;.= { dot3MauType 1 }

dot 3MauTypelOBase5 OBJECT- | DENTI TY
STATUS current
DESCRI PTI ON "t hi ck coax MAU (per 802.3 section 8)"
::= { dot3MauType 2 }

dot 3MauTypeFoi rl OBJECT- | DENTI TY
STATUS current
DESCRI PTION "FO RL MAU (per 802.3 section 9.9)"
::={ dot3MauType 3 }

dot 3MauTypelOBase2 OBJECT- | DENTI TY
STATUS current
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DESCRI PTI ON "t hin coax MAU (per 802.3 section 10)"
.= { dot3MauType 4 }

dot 3MauTypelOBaseT OBJECT- | DENTI TY

STATUS current

DESCRI PTI ON "UTP MAU (per 802.3 section 14).
Note that it is strongly reconmended t hat
agents return either dot 3MauTypelOBaseTHD or
dot 3MauTypelOBaseTFD i f the dupl ex node is
known. However, managenent applications shoul d
be prepared to receive this MAU type val ue from
ol der agent inplenentations.™

.= { dot3MauType 5 }

dot 3MauTypelOBaseFP OBJECT- | DENTI TY
STATUS current
DESCRI PTI ON "passi ve fiber MAU (per 802.3 section 16)"
;.= { dot3MauType 6 }

dot 3MauTypelOBaseFB OBJECT- | DENTI TY
STATUS current
DESCRI PTI ON "sync fiber MAU (per 802.3 section 17)"
::= { dot3MauType 7 }

dot 3MauTypelOBaseFL OBJECT- | DENTI TY

STATUS current

DESCRI PTI ON "async fiber MAU (per 802.3 section 18)
Note that it is strongly reconmended t hat
agents return either dot 3MauTypelOBaseFLHD or
dot 3MauTypelOBaseFLFD i f the duplex nobde is
known. However, managenent applications shoul d
be prepared to receive this MAU type value from
ol der agent i nplenentations."

::={ dot3MauType 8 }

dot 3MauTypelOBroad36 OBJECT-| DENTI TY
STATUS current
DESCRI PTI ON " br oadband DTE MAU (per 802.3 section 11).
Note that 10BROAD36 MAUs can be attached to
interfaces but not to repeaters.”
::= { dot3MauType 9 }
------ new si nce RFC 1515:
dot 3MauTypelOBaseTHD OBJECT- | DENTI TY

STATUS current
DESCRI PTI ON "UTP MAU (per 802.3 section 14), half dupl ex
node"

::= { dot3MauType 10 }
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dot 3MauTypelOBaseTFD OBJECT- | DENTI TY

STATUS current
DESCRI PTI ON "UTP MAU (per 802.3 section 14), full dupl ex
node"

::= { dot3MauType 11 }

dot 3MauTypelOBaseFLHD OBJECT- | DENTI TY
STATUS current
DESCRI PTI ON "async fiber MAU (per 802.3 section 18), half
dupl ex node"
::= { dot3MauType 12 }

dot 3MauTypelOBaseFLFD OBJECT- | DENTI TY
STATUS current
DESCRI PTI ON "async fiber MAU (per 802.3 section 18), ful
dupl ex node"
::= { dot3MauType 13 }

dot 3MauTypel00BaseT4 OBJECT- | DENTI TY
STATUS current
DESCRI PTION "4 pair categ. 3 UTP (per 802.3 section 23)"
::= { dot3MauType 14 }

dot 3MauTypel00BaseTXHD OBJECT- | DENTI TY
STATUS current
DESCRI PTION "2 pair categ. 5 UTP (per 802.3 section 25),
hal f dupl ex node"
::= { dot3MauType 15 }

dot 3MauTypel00BaseTXFD OBJECT- | DENTI TY
STATUS current
DESCRI PTION "2 pair categ. 5 UTP (per 802.3 section 25),
full dupl ex node"
::= { dot3MauType 16 }

dot 3MauTypel00BaseFXHD OBJECT- | DENTI TY
STATUS current
DESCRI PTION "X fi ber over PMI (per 802.3 section 26), half
dupl ex node"
::= { dot3MauType 17 }
dot 3MauTypel00BaseFXFD OBJECT- | DENTI TY
STATUS current
DESCRI PTION "X fi ber over PMI (per 802.3 section 26), ful
dupl ex node"
;.= { dot3MauType 18 }

dot 3MauTypel00BaseT2HD OBJECT- | DENTI TY
STATUS current
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DESCRI PTION "2 pair categ. 3 UTP (per 802.3 section 32),
hal f dupl ex node"
::= { dot3MauType 19 }

dot 3MauTypel00BaseT2FD OBJECT- | DENTI TY
STATUS current
DESCRI PTION "2 pair categ. 3 UTP (per 802.3 section 32),
full dupl ex node"
;.= { dot3MauType 20 }

------ new si nce RFC 2239:

dot 3MauTypel000BaseXHD OBJECT- | DENTI TY
STATUS current
DESCRI PTI ON "PCS/ PVMA (per 802.3 section 36), unknown PND
hal f dupl ex node"
::= { dot3MauType 21 }

dot 3MauTypel000BaseXFD OBJECT- | DENTI TY
STATUS current
DESCRI PTI ON "PCS/ PVA (per 802.3 section 36), unknown PND
full duplex nmode"
;.= { dot3MauType 22 }

dot 3MauTypel000BaselLXHD OBJECT- | DENTI TY
STATUS current
DESCRI PTI ON "Fi ber over |ong-wavel ength | aser (per 802.3
section 38), half duplex node"
;.= { dot3MauType 23 }

dot 3MauTypel000BaselLXFD OBJECT- | DENTI TY
STATUS current
DESCRI PTI ON "Fi ber over |ong-wavel ength | aser (per 802.3
section 38), full duplex node"
::= { dot3MauType 24 }

dot 3MauTypel000BaseSXHD OBJECT- | DENTI TY
STATUS current
DESCRI PTI ON "Fi ber over short-wavel ength | aser (per 802.3
section 38), half duplex node"
::= { dot3MauType 25 }

dot 3MauTypel000BaseSXFD OBJECT- | DENTI TY
STATUS current
DESCRI PTI ON "Fi ber over short-wavel ength | aser (per 802.3
section 38), full duplex node"
::= { dot3MauType 26 }
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dot 3MauTypel000BaseCXHD OBJECT- | DENTI TY
STATUS current
DESCRI PTI ON " Copper over 150-Chm bal anced cabl e (per 802.3
section 39), half duplex node"
;.= { dot3MauType 27 }

dot 3MauTypel000BaseCXFD OBJECT- | DENTI TY
STATUS current
DESCRI PTI ON " Copper over 150-Chm bal anced cabl e (per 802.3
section 39), full duplex node"
;.= { dot3MauType 28 }

dot 3MauTypel000BaseTHD OBJECT- | DENTI TY
STATUS current
DESCRI PTI ON "Four-pair Category 5 UTP (per 802.3 section
40), half dupl ex node"
;.= { dot3MauType 29 }

dot 3MauTypel000BaseTFD OBJECT- | DENTI TY
STATUS current
DESCRI PTI ON "Four-pair Category 5 UTP (per 802.3 section
40), full dupl ex node"
::= { dot3MauType 30 }

-- The Basic Repeater MAU Tabl e

r pMauTabl e OBJECT- TYPE

SYNTAX SEQUENCE OF RpMauEntry
MAX- ACCESS not -accessi bl e
STATUS current

DESCRI PTI ON "Tabl e of descriptive and status information
about the MAU(s) attached to the ports of a
repeater.”

;.= { dot 3RpMauBasi cGroup 1 }

rpMauEnt ry OBJECT- TYPE

SYNTAX RpMauEnt ry
MAX- ACCESS not - accessi bl e
STATUS current

DESCRI PTION "An entry in the table, containing information
about a single MAU."
| NDEX { rpMauG oupl ndex,
r pMauPor t | ndex,
r pMaul ndex

}
::={ rpMauTable 1 }
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RpMauEntry :: =
SEQUENCE {
r pMauGr oupl ndex I nt eger 32,
r pMauPor t | ndex I nt eger 32,
r pMaul ndex I nt eger 32,
r pMauType OBJECT | DENTI FI ER
r pMauSt at us | NTEGER,
r pMauMedi aAvai | abl e | NTEGER
r pMauMedi aAvai | abl eSt at eExits Count er 32
r pMauJabber St at e | NTEGER
r pMauJabberi ngSt at eEnt er s Count er 32,
r pMauFal seCarriers Count er 32
}
r pMauG oupl ndex OBJECT- TYPE
SYNTAX I nteger32 (1..2147483647)
MAX- ACCESS read-only
STATUS current

DESCRI PTI ON "This variabl e uniquely identifies the group
containing the port to which the MAU descri bed
by this entry is connected.

Note: In practice, a group will generally be

a field-replaceable unit (i.e., nodule, card

or board) that can fit in the physical system
encl osure, and the group nunber will correspond
to a nunmber marked on the physical enclosure.

The group denoted by a particular value of this
object is the sane as the group denoted by the
sanme val ue of rptrG oupl ndex."

REFERENCE " Ref erence RFC 2108, rptrG oupl ndex."

::={ rpMauEntry 1 }

r pMauPor t | ndex OBJECT- TYPE

SYNTAX Integer32 (1..2147483647)
MAX- ACCESS read-only
STATUS current

DESCRI PTI ON "Thi s variable uniquely identifies the repeater
port within group rpMauG oupl ndex to which the
MAU described by this entry is connected.”

REFERENCE " Reference RFC 2108, rptrPortlndex."

.= { rpMauEntry 2 }

r pMaul ndex OBJECT- TYPE

SYNTAX Integer32 (1..2147483647)
MAX- ACCESS read-only
STATUS current
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DESCRI PTI ON "Thi s variable uniquely identifies the MAU
described by this entry from anong ot her
MAUs connected to the same port
(rpMauPort I ndex)."

REFERENCE  "[| EEE 802.3 Std], 30.5.1.1.1, aMAUID."

;.= { rpMauEntry 3}

rpMauType OBJECT- TYPE

SYNTAX OBJECT | DENTI FI ER
MAX- ACCESS read-only
STATUS current

DESCRI PTI ON "This object identifies the MAU type. An
initial set of MAU types are defined above. The
assi gnment of OBJECT | DENTIFIERs to new types of
MAUs i s nmanaged by the ANA. |f the MAU type is
unknown, the object identifier

unknownMauType OBJECT IDENTIFIER ::={ 0 0 }

is returned. Note that unknownMauType is a
syntactically valid object identifier, and any
conformant inplenmentation of ASN.1 and the BER
must be able to generate and recognize this
val ue. "

REFERENCE  "[I| EEE 802.3 Std], 30.5.1.1.2, aMAUType."

::={ rpMauEntry 4 }

rpMauSt at us OBJECT- TYPE
SYNTAX | NTEGER {

ot her (1),
unknown( 2) ,
operational (3),
st andby(4),
shut down(5),
reset (6)

}

MAX- ACCESS read-write

STATUS current

DESCRI PTI ON "The current state of the MAU. This object MAY
be i nmpl enented as a read-only object by those
agents and MAUs that do not inplenent software
control of the MAU state. Sone agents nmmy not
support setting the value of this object to sone
of the enunerated val ues.

The value other(1) is returned if the MAUis in

a state other than one of the states 2 through
6.
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The val ue unknown(2) is returned when the MAU s
true state is unknown; for exanple, when it is
being initialized.

A MAU in the operational (3) state is fully
functional, operates, and passes signals to its
attached DTE or repeater port in accordance to
its specification.

A MAU in standby(4) state forces DI and Cl to
idle and the nedia transmtter to idle or fault,
if supported. Standby(4) node only applies to
link type MAUs. The state of

r pMauMedi aAvai | abl e i s unaffected.

A MAU in shutdown(5) state assumes the same
condition on DI, C, and the media transmtter
as though it were powered down or not connect ed.
The MAU MAY return other(1l) value for the
rpMauJabber St at e and r pMauMedi aAvai | abl e obj ects
when it is in this state. For an AU, this
state will renmove power fromthe AUl .

Setting this variable to the val ue reset(6)
resets the MAU in the sane nanner as a
power - of f, power-on cycle of at |east one-half
second woul d. The agent is not required to
return the val ue reset (6).

Setting this variable to the val ue
operational (3), standby(4), or shutdown(5)
causes the MAU to assune the respective state
except that setting a mxing-type MAU or an AUl
to standby(4) will cause the MAU to enter the
shutdown state.”

REFERENCE  "[| EEE 802.3 Std], 30.5.1.1.7, aMAUAdm nStat e,

30.5.1.2.2, acMAUAdm nControl, and 30.5.1.2.1,

acReset MAU. "

::={ rpMauEntry 5 }

r pMauMedi aAvai | abl e OBJECT- TYPE
SYNTAX | NTEGER {

ot her (1),
unknown( 2),
avai |l abl e(3),
not Avai | abl e(4),
renot eFaul t (5),
i nval i dSi gnal (6),
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r enot eJabber (7),
renot eLi nkLoss(8),
renot eTest (9),
of f1ine(10),

aut oNegError (11)

}

MAX- ACCESS read-only

STATUS current

DESCRIPTION "If the MAU is a link or fiber type (FORL,
10BASE-T, 10BASE-F) then this is equivalent to
the link test fail state/low |ight function.
For an AU or a coax (including broadband) MAU
this indicates whether or not |oopback is
detected on the DI circuit. The value of this
attribute persists between packets for MAU types
AUl , 10BASE5, 10BASE2, 10BROAD36, and 10BASE- FP.

The value other(1) is returned if the
nedi aAvai |l abl e state is not one of 2 through 11.

The val ue unknown(2) is returned when the MAU s
true state is unknown; for example, when it is
being initialized. At power-up or follow ng a

reset, the value of this attribute will be
unknown for AU, coax, and 10BASE-FP MAUs. For
these MAUs | oopback will be tested on each

transm ssi on during which no collisionis
detected. If DI is receiving input when DO
returns to IDL after a transm ssion and there
has been no collision during the transm ssion
then | oopback will be detected. The val ue of
this attribute will only change during
non-col li ded transmi ssions for AU, coax, and
10BASE- FP MAUSs.

For 100Mbps and 1000Mbps MAUs, the enunerations
match the states within the respective |ink
integrity state diagranms, fig 32-16, 23-12 and
24-15 of sections 32, 23 and 24 of [16]. Any
MAU whi ch i npl enent s managenent of
auto-negotiation will map renote fault
indication to renote fault.

The val ue avail abl e(3) indicates that the link,
light, or |oopback is normal. The value

not Avai | abl e(4) indicates link loss, lowlight,
or no | oopback.
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The val ue renpteFaul t(5) indicates that a fault
has been detected at the renpte end of the link
This val ue applies to 10BASE-FB, 100BASE-T4 Far
End Fault Indication and non-specified renote
faults froma systemrunni ng auto-negoti ati on
The val ues renoteJabber(7), renotelLinkLoss(8),
and renoteTest (9) SHOULD be used instead of
renot eFaul t (5) where the reason for renote fault
is identified in the renote signaling protocol

The val ue invalidSignal (6) indicates that an

i nvalid signal has been received fromthe other
end of the link. InvalidSignal(6) applies only
to MAUs of type 10BASE- FB.

VWere an | EEE Std 802. 3u-1995 cl ause 22 M|

is present, a logic one in the renote fault bit
(reference section 22.2.4.2.8 of that docunent)
maps to the value renoteFault(5), and a logic
zero in the link status bit (reference section
22.2.4.2.10 of that docunment) naps to the value
not Avai | abl e(4). The val ue not Avai |l abl e(4)
takes precedence over the val ue renoteFaul t(5).

Any MAU that inplenents nanagenent of clause 37
Aut o- Negotiation will map the received Renote
Fault (RF1 and RF2) bit values for Ofline to
of fline(10), Link Failure to remoteFault(5) and
Aut o- Negoti ation Error to autoNegError(11)."

REFERENCE  "[| EEE 802.3 Std], 30.5.1.1.4, aMediaAvailable."
::={ rpMauEntry 6 }

r pMauMedi aAvai | abl eSt at eExi ts OBJECT- TYPE

SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current

DESCRI PTI ON "A count of the nunber of tinmes that
r pMauMedi aAvai |l abl e for this MAU i nstance | eaves
the state avail abl e(3).

Di scontinuities in the value of this counter can
occur at re-initialization of the managenent
system and at other tinmes as indicated by the
val ue of rptrMhbnitorPortLast Change."

REFERENCE "[| EEE 802.3 Std], 30.5.1.1.5,
aLoseMedi aCount er .
RFC 2108, rptrMonitorPortlLast Change"
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Smi t h,

.= { rpMaukntry 7 }

r pMauJabber St at e OBJECT- TYPE
SYNTAX | NTEGER {
ot her (1),
unknown( 2) ,
noJabber ( 3),
j abbering(4)

}

MAX- ACCESS read-only

STATUS current

DESCRI PTI ON "The value other(1) is returned if the jabber
state is not 2, 3, or 4. The agent MJST al ways
return other(1l) for MAU type dot 3MauTypeAUl .

The val ue unknown(2) is returned when the MAU s
true state is unknown; for example, when it is
being initialized.

If the MAU is not jabbering the agent returns
noJabber(3). This is the "normal’ state.

If the MAU is in jabber state the agent returns
the jabbering(4) value."
REFERENCE "[| EEE 802.3 Std], 30.5.1.1.6,
aJabber . j abber Fl ag. "
::={ rpMauEntry 8 }

r pMauJabberi ngSt at eEnt ers OBJECT- TYPE

SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current

DESCRI PTI ON "A count of the nunmber of tinmes that
mauJabber State for this MAU i nstance enters the
state jabbering(4). For MAUs of type
dot 3MauTypeAUl , dot 3MauTypel00BaseT4,
dot 3MauTypel00BaseTX, dot 3MauTypelOOBaseFX and
all 1000Mops types, this counter will always
i ndi cate zero

Di scontinuities in the value of this counter
can occur at re-initialization of the
nmanagenent system and at other tines as
i ndi cated by the val ue of
r pt r Moni t or Port Last Change. "

REFERENCE "[I| EEE 802.3 Std], 30.5.1.1.6,
aJabber . j abber Count er.
RFC 2108, rptrMonitorPortlLast Change"
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.= { rpMauEntry 9 }

r pMauFal seCarri ers OBJECT- TYPE

SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current

DESCRI PTI ON "A count of the nunber of false carrier events
during IDLE in 100BASE- X links. This counter
does not increnent at the synmbol rate. It can
increnent after a valid carrier conpletion at a
maxi mum rate of once per 100 nms until the next
carrier event.

This counter increnments only for MAUs of type
dot 3MauTypel00BaseT4, dot 3MauTypelOOBaseTX, and
dot 3MauTypel00BaseFX and all 1000Mops types.

For all other MAU types, this counter will

al ways indicate zero.

The approximate minimumtine for rollover of
this counter is 7.4 hours.

Di scontinuities in the value of this counter can
occur at re-initialization of the managenent
system and at other tines as indicated by the
val ue of rptrMbnitorPortLast Change."

REFERENCE "[I| EEE 802.3 Std], 30.5.1.1.10, aFal seCarriers.
RFC 2108, rptrMonitorPortlLast Change"

::={ rpMauEntry 10 }

-- The rpJackTabl e applies to MAUs attached to repeaters
-- whi ch have one or nore external jacks (connectors).

rpJackTabl e OBJECT- TYPE

SYNTAX SEQUENCE OF RpJackEntry
MAX- ACCESS not - accessi bl e
STATUS current

DESCRI PTI ON "I nfornmati on about the external jacks attached
to MAUs attached to the ports of a repeater.”
::= { dot 3RpMauBasi cGroup 2 }

rpJackEntry OBJECT- TYPE

SYNTAX RpJackEntry
MAX- ACCESS not-accessi bl e
STATUS current

DESCRI PTION "An entry in the table, containing information
about a particular jack."
| NDEX { rpMauG oupl ndex,

Smith, et al. St andards Track [ Page 19]



RFC 2668 802.3 MAU M B August 1999

r pMauPor t | ndex,
r pMaul ndex,
r pJackl ndex
}
::={ rpJlackTable 1 }

RpJackEntry :: =

SEQUENCE ({
r pJackl ndex I nt eger 32,
rpJackType JackType

}

rpJackl ndex OBJECT- TYPE

SYNTAX I nteger32 (1..2147483647)

MAX- ACCESS not-accessi bl e

STATUS current

DESCRI PTI ON "Thi s variabl e uniquely identifies the jack
described by this entry from anong ot her jacks
attached to the same MAU (rpMaul ndex)."

::={ rpJackEntry 1}

rpJackType OBJECT- TYPE

SYNTAX JackType
MAX- ACCESS read-only
STATUS current

DESCRI PTI ON "The jack connector type, as it appears on the
outsi de of the system"”
::={ rpJackEntry 2 }

-- The Basic Interface MAU Tabl e

i f MauTabl e OBJECT- TYPE

SYNTAX SEQUENCE OF | f MauEntry
MAX- ACCESS not - accessi bl e
STATUS current

DESCRI PTI ON "Tabl e of descriptive and status information
about MAU(s) attached to an interface."
::={ dot3lfMuwBasicGoup 1 }

i f MauEntry OBJECT- TYPE

SYNTAX | f MauEnt ry
MAX- ACCESS not-accessi bl e
STATUS current

DESCRI PTION "An entry in the table, containing information
about a single MAU."
| NDEX { ifMaulflndex,

Smith, et al. St andards Track [ Page 20]



RFC 2668

802.3 MAU M B

i f Maul ndex

}
{ ifMauTable 1 }

[ f MauEntry ::=
SEQUENCE {

i f Maul f I ndex

i f Maul ndex

i f MauType

i f MauSt at us

i f MauMedi aAvai | abl e

i f MauMedi aAvai | abl eStateExits
i f MauJabber St at e

i f MauJabberi ngSt at eEnters
i f MauFal seCarriers

i f MauTypelLi st

i f MauDef aul t Type

i f MauAut oNegSupport ed

i f MauTypeLi stBits

August 1999

I nt eger 32,

I nt eger 32,

OBJECT | DENTI FI ER
| NTEGER

| NTEGER
Count er 32,

| NTEGER
Count er 32,
Count er 32,

I nt eger 32,

OBJECT | DENTI FI ER
Trut hval ue,

BITS

}
i f Maul f I ndex OBJECT- TYPE

SYNTAX I nteger32 (1..2147483647)
MAX- ACCESS read-only
STATUS current

DESCRI PTI ON "This variable uniquely identifies the interface
to which the MAU described by this entry is
connected. "

REFERENCE " RFC 1213,

o= { ifMauEntry 1 }

i flndex"

i f Maul ndex OBJECT- TYPE

SYNTAX I nteger32 (1..2147483647)
MAX- ACCESS read-only
STATUS current

DESCRI PTI ON "This variable uniquely identifies the MAU
described by this entry from anong ot her MAUs
connected to the sane interface (ifMaulflndex)."

REFERENCE  "[I| EEE 802.3 std], 30.5.1.1.1, aMAUID."

c:={ ifMaukntry 2 }

i f MauType OBJECT- TYPE

SYNTAX OBJECT | DENTI FI ER
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON "This object identifies the MAU type. An
initial set of MAU types are defined above. The
assi gnment of OBJECT | DENTIFIERs to new types of
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MAUs is nanaged by the ANA. |f the MAU type is
unknown, the object identifier

unknownMauType OBJECT IDENTIFIER ::= { 0 0 }

is returned. Note that unknownMauType is a
syntactically valid object identifier, and any
conformant inplenentation of ASN.1 and the BER
must be able to generate and recognize this

val ue.

Thi s object represents the operational type of
the MAU, as determined by either (1) the result
of the auto-negotiation function or (2) if
aut o-negotiation is not enabled or is not
i mpl enented for this MAU, by the value of the
obj ect ifMuuDefaultType. 1In case (2), a set to
the object ifMuuDefaultType will force the MAU
into the new operating node."

REFERENCE  "[| EEE 802.3 Std], 30.5.1.1.2, aMAUType."

c:={ ifMauEntry 3 }

i f MauSt at us OBJECT- TYPE
SYNTAX | NTEGER {

ot her (1),
unknown( 2),
operational (3),
st andby(4),
shut down(5),
reset (6)

}

MAX- ACCESS read-write

STATUS current

DESCRI PTI ON "The current state of the MAU. This object MAY
be i npl enented as a read-only object by those
agents and MAUs that do not inplenent software
control of the MAU state. Sone agents nmmy nhot
support setting the value of this object to sone
of the enunerated val ues.

The value other(1) is returned if the MAUis in
a state other than one of the states 2 through
6.

The val ue unknown(2) is returned when the MAU s

true state is unknown; for example, when it is
being initialized.
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A MAU in the operational (3) state is fully
functional, operates, and passes signhals to its
attached DTE or repeater port in accordance to
its specification.

A MAU in standby(4) state forces DI and Cl to
idle and the media transmtter to idle or fault,
i f supported. Standby(4) node only applies to
link type MAUs. The state of

i f MauMedi aAvai l abl e i s unaffected.

A MAU in shutdown(5) state assumes the sane
condition on DI, CI, and the nedia transmitter
as though it were powered down or not connect ed.
The MAU MAY return other(1l) value for the

i f MauJabber St ate and i f MauMedi aAvai | abl e obj ects
when it is in this state. For an AU, this
state will renmove power fromthe AUl .

Setting this variable to the val ue reset(6)
resets the MAU in the sane nanner as a
power - of f, power-on cycle of at |east one-half
second woul d. The agent is not required to
return the val ue reset (6).

Setting this variable to the val ue
operational (3), standby(4), or shutdown(5)
causes the MAU to assunme the respective state
except that setting a m xing-type MAU or an AU
to standby(4) will cause the MAU to enter the
shut down state."

REFERENCE  "[I| EEE 802.3 Std], 30.5.1.1.7, aMAUAdm nState,
30.5.1.2.2, acMAUAdn nControl, and 30.5.1.2.1,
acReset MAU. "

o= { ifMaukntry 4 }

i f MauMedi aAvai | abl e OBJECT- TYPE

SYNTAX | NTEGER {

ot her (1),
unknown( 2),
avai |l abl e(3),

not Avai | abl e(4),
renot eFaul t (5),

i nval i dSi gnal (6),
renot eJabber (7),
renot eLi nkLoss(8),
renot eTest (9),

of f1ine(10),

aut oNegError (11)
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read-only

current

"I'f the MAUis a link or fiber type (FO RL,
10BASE-T, 10BASE-F) then this is equivalent to
the link test fail state/low |light function

For an AU or a coax (including broadband) MAU
this indicates whether or not |oopback is
detected on the DI circuit. The value of this
attribute persists between packets for MAU types
AU, 10BASE5, 10BASE2, 10BROAD36, and 10BASE- FP

The value other(1) is returned if the
medi aAvail able state is not one of 2 through 11

The val ue unknown(2) is returned when the MAU s
true state is unknown; for example, when it is
being initialized. At power-up or following a

reset, the value of this attribute will be
unknown for AU, coax, and 10BASE-FP MAUs. For
these MAUs | oopback will be tested on each

transm ssi on during which no collision is
detected. If DI is receiving input when DO
returns to IDL after a transm ssion and there
has been no collision during the transm ssion
then | oopback will be detected. The value of
this attribute will only change during
non-col l i ded transm ssions for AU, coax, and
10BASE- FP MAUSs.

For 100Mbps and 1000Mbps MAUs, the enunerations
match the states within the respective link
integrity state diagranms, fig 32-16, 23-12 and
24-15 of sections 32, 23 and 24 of [16]. Any
MAU whi ch i nmpl enent s managenent of
auto-negotiation will map renote fault
indication to renote fault.

The val ue avail abl e(3) indicates that the |ink
light, or |oopback is normal. The val ue

not Avai | abl e(4) indicates link loss, lowlight,
or no | oopback.

The val ue renpteFaul t(5) indicates that a fault
has been detected at the renpte end of the link
This value applies to 10BASE-FB, 100BASE-T4 Far
End Fault Indication and non-specified renote
faults froma systemrunni ng auto-negotiation
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The val ues renoteJabber(7), renotelinkLoss(8),
and renoteTest (9) SHOULD be used instead of
renot eFaul t (5) where the reason for renote fault
is identified in the renote signaling protocol.

The val ue invalidSignal (6) indicates that an

i nvalid signal has been received fromthe other
end of the link. InvalidSignal(6) applies only
to MAUs of type 10BASE- FB.

VWere an | EEE Std 802. 3u-1995 cl ause 22 M|

is present, a logic one in the renpte fault bit
(reference section 22.2.4.2.8 of that docunent)
maps to the value renoteFault(5), and a logic
zero in the link status bit (reference section
22.2.4.2.10 of that document) naps to the value
not Avai | abl e(4). The val ue not Avai |l abl e(4)

t akes precedence over the val ue renoteFaul t(5).

Any MAU that inplements managenent of clause 37
Aut o- Negotiation will map the received RF1 and
RF2 bit values for Ofline to offline(10), Link
Failure to renoteFaul t (5) and Auto-Negotiation
Error to autoNegError(11)."
REFERENCE  "[I| EEE 802.3 Std], 30.5.1.1.4, aMdi aAvailable."
c:={ ifMauEntry 5 }

i f MauMedi aAvai | abl eSt at eExi ts OBJECT- TYPE

SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current

DESCRI PTI ON "A count of the nunber of tinmes that
i f MauMedi aAvai l able for this MAU i nstance | eaves
the state avail abl e(3).
Di scontinuities in the value of this counter can
occur at re-initialization of the managenent
system and at other tines as indicated by the
val ue of ifCounterDi scontinuityTine."

REFERENCE "[I| EEE 802.3 Std], 30.5.1.1.5,
aLoseMedi aCount er.
RFC 2233, ifCounterDi scontinuityTine."

o= { ifMauEntry 6 }

i f MauJabber St at e OBJECT- TYPE
SYNTAX | NTEGER {
ot her (1),
unknown( 2) ,
noJabber ( 3),
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DESCRI PTI ON

REFERENCE
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j abbering(4)

read-only

current

"The value other(1) is returned if the jabber
state is not 2, 3, or 4. The agent MJST al ways
return other(1l) for MAU type dot 3MauTypeAUl

The val ue unknown(2) is returned when the MAU s
true state is unknown; for example, when it is
being initialized.

If the MAU is not jabbering the agent returns
noJabber(3). This is the "normal’ state.

If the MAU is in jabber state the agent returns
the jabbering(4) value.”

“[I EEE 802.3 Std], 30.5.1.1.6,
aJabber . j abber Fl ag. "

o= { ifMauEntry 7 }

i f MauJabberi ngSt at eEnt ers OBJECT- TYPE

SYNTAX

MAX- ACCESS
STATUS
DESCRI PTI ON

REFERENCE

Count er 32

read-only

current

"A count of the nunmber of tines that

mauJabber State for this MAU i nstance enters the
state jabbering(4). This counter will always

i ndicate zero for MAUs of type dot 1MauTypeAU
and those of speeds above 10Mops.

Di scontinuities in the value of this counter can
occur at re-initialization of the managemnent
system and at other times as indicated by the
val ue of ifCounterDiscontinuityTime."

“[I EEE 802.3 Std], 30.5.1.1.6,
aJabber . j abber Count er.

RFC 2233, ifCounterDiscontinuityTime."

c:={ ifMauEntry 8 }

i f MauFal seCarri ers OBJECT- TYPE

SYNTAX

MAX- ACCESS
STATUS
DESCRI PTI ON

et al.

Count er 32

read-only

current

"A count of the nunmber of false carrier events
during IDLE in 100BASE- X and 1000BASE- X |i nks.

For all other MAU types, this counter will
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al ways indicate zero. This counter does not
i ncrenent at the synbol rate.

It can increnent after a valid carrier
conpletion at a maxinumrate of once per 100 ns
for 100BASE- X and once per 10us for 1000BASE- X
until the next CarrierEvent.

Di scontinuities in the value of this counter can
occur at re-initialization of the managenent
system and at other times as indicated by the
val ue of ifCounterDiscontinuityTine."

REFERENCE "[| EEE 802.3 Std], 30.5.1.1.10, aFalseCarriers.
RFC 2233, ifCounterDiscontinuityTime."

c:={ ifMauEntry 9 }

i f MauTypeLi st OBJECT- TYPE

SYNTAX | nt eger 32
MAX- ACCESS read-only
STATUS depr ecat ed

DESCRI PTI ON "******x** TH S OBJECT | S DEPRECATED *********x*

A value that uniquely identifies the set of
possi bl e | EEE 802. 3 types that the MAU coul d be.
The value is a sumwhich initially takes the
val ue zero. Then, for each type capability of
this MAU, 2 raised to the power noted belowis
added to the sum For exanple, a MAU whi ch has
the capability to be only 10BASE-T woul d have a
val ue of 512 (2**9). 1In contrast, a MAU which
supports both 10Base-T (full duplex) and
100BASE- TX (full dupl ex) would have a val ue of
((2**11) + (2**16)) or 67584.

The powers of 2 assigned to the capabilities are
t hese:

Power Capability

ot her or unknown

AUl

10BASE- 5

FO RL

10BASE- 2

10BASE- T dupl ex node unknown
10BASE- FP

10BASE- FB

10BASE- FL dupl ex node unknown
10BROAD36

OCO~NOOUITA~WNEO
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10 10BASE-T hal f dupl ex node
11 10BASE-T full duplex node
12 10BASE- FL hal f dupl ex node
13 10BASE- FL full dupl ex node
14 100BASE- T4

15 100BASE- TX hal f dupl ex nobde
16 100BASE- TX full dupl ex node
17 100BASE- FX hal f dupl ex nobde
18 100BASE- FX full dupl ex node
19 100BASE- T2 hal f dupl ex node
20 100BASE- T2 full dupl ex node

I f auto-negotiation is present on this MAU, this
object will map to ifMauAut oNegCapability.

Thi s object has been deprecated in favour of
i f MauTypelLi stBits."
o= { ifMauEntry 10 }

i f MauDef aul t Type OBJECT- TYPE

SYNTAX OBJECT | DENTI FI ER
MAX- ACCESS read-wite
STATUS current

DESCRI PTI ON "This object identifies the default
adm ni strative baseband MAU type, to be used in
conjunction with the operational MAU type
denoted by ifMuuType.

The set of possible values for this object is
the same as the set defined for the ifMauType
obj ect.

Thi s object represents the

adm ni stratively-configured type of the MAU. If
aut o-negotiation is not enabled or is not

i mpl enented for this MAU, the value of this

obj ect determ nes the operational type of the
MAU. In this case, a set to this object wll
force the MAU into the specified operating node.

I f auto-negotiation is inplenmented and enabl ed
for this MAU, the operational type of the MAU

is determ ned by auto-negotiation, and the val ue
of this object denotes the type to which the MAU
will automatically revert if/when

aut o-negotiation is later disabled.

NOTE TO | MPLEMENTORS: It nay be necessary to
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provi de for underlying hardware inplenentations
whi ch do not follow the exact behavior specified
above. |In particular, when
i f MauAut oNegAdmi nSt atus transitions from enabl ed
to di sabled, the agent inplenmentati on MJST
ensure that the operational type of the MAU (as
reported by ifMauType) correctly transitions to
the val ue specified by this object, rather than
continuing to operate at the value earlier
det erm ned by the auto-negotiation function."
REFERENCE "[I| EEE 802.3 Std], 30.5.1.1.1, aMAUI D, and
22.2.4.1.4."
o= { ifMauEntry 11 }

i f MauAut oNegSupported OBJECT- TYPE

SYNTAX Tr ut hval ue
MAX- ACCESS read-only
STATUS current

DESCRI PTI ON "Thi s obj ect indicates whether or not
aut o-negotiation is supported on this MAU."
c:= { ifMauEntry 12 }

i f MauTypeLi stBits OBJECT- TYPE

SYNTAX BI TS {
bQ her (0), -- other or unknown
bAUI (1), -- AU
b10base5(2), -- 10BASE-5
bFoi rl (3), -- FORL
blObase2(4), -- 10BASE- 2
b10baseT(5), -- 10BASE- T dupl ex node unknown
b10baseFP(6), -- 10BASE- FP
bl0baseFB(7), -- 10BASE- FB
b10baseFL(8), -- 10BASE- FL dupl ex node unknown
b10br 0ad36(9), -- 10BROAD36
b10baseTHD( 10), -- 10BASE-T half dupl ex node
b10baseTFD( 11), -- 10BASE-T full dupl ex node
blObaseFLHD( 12), -- 10BASE-FL hal f dupl ex node
bl10ObaseFLFD(13), -- 10BASE-FL full dupl ex node
b100baseT4(14), -- 100BASE- T4
b100baseTXHD( 15), -- 100BASE-TX hal f dupl ex node
b100baseTXFD(16), -- 100BASE-TX full dupl ex node
b100baseFXHD(17), -- 100BASE-FX hal f dupl ex node
b100baseFXFD(18), -- 100BASE-FX full dupl ex node
b100baseT2HD(19), -- 100BASE-T2 hal f dupl ex node
b100baseT2FD(20), -- 100BASE-T2 full dupl ex node
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b1000baseXHD(21), -- 1000BASE- X hal f dupl ex node
b1000baseXFD(22), -- 1000BASE- X full duplex node
b1000baselLXHD( 23), -- 1000BASE-LX hal f dupl ex node
b1000baselLXFD(24), -- 1000BASE-LX full dupl ex node
b1000baseSXHD( 25), -- 1000BASE- SX hal f dupl ex node
b1000baseSXFD( 26), -- 1000BASE-SX full dupl ex node
b1000baseCXHD(27), -- 1000BASE- CX hal f dupl ex node
b1000baseCXFD(28), -- 1000BASE-CX full dupl ex node
b1000baseTHD(29), -- 1000BASE-T hal f dupl ex node
b1000baseTFD( 30) -- 1000BASE-T full duplex node

}

MAX- ACCESS read-only

STATUS current

DESCRI PTI ON "A val ue that uniquely identifies the set of

1999

possi bl e | EEE 802. 3 types that the MAU coul d be.
I f auto-negotiation is present on this MAU, this

object will map to ifMauAut oNegCapability.

Note that this MAU nmay be capabl e of operating
as a MAU type that is beyond the scope of this
MB. This is indicated by returning the
bit value bOher in addition to any bit val ues
for capabilities that are |isted above."

o= { ifMauEntry 13 }

The ifJackTable applies to MAUs attached to interfaces
whi ch have one or nore external jacks (connectors).

i f JackTabl e OBJECT- TYPE

SYNTAX SEQUENCE OF | fJackEntry
MAX- ACCESS not -accessi bl e
STATUS current

DESCRI PTI ON "I nformati on about the external jacks attached
to MAUs attached to an interface."
::={ dot3lfMuwuBasicGoup 2 }

i fJackEntry OBJECT- TYPE

SYNTAX | f JackEntry
MAX- ACCESS not-accessible
STATUS current

DESCRI PTION "An entry in the table, containing information
about a particular jack."
| NDEX { ifMaulflndex,
i f Maul ndex,
i fJackl ndex

}
o= { ifJackTable 1 }

al . St andards Track [ Page

30]



RFC 2668 802.3 MAU M B August 1999

| fJackEntry ::=

SEQUENCE ({
i fJackl ndex I nt eger 32,
i f JackType JackType

}

i fJackl ndex OBJECT- TYPE

SYNTAX I nteger32 (1..2147483647)

MAX- ACCESS not-accessible

STATUS current

DESCRI PTI ON "Thi s variable uniquely identifies the jack
described by this entry from anong ot her jacks
attached to the same MAU."

c:={ ifJackEntry 1}

i fJackType OBJECT- TYPE

SYNTAX JackType
MAX- ACCESS read-only
STATUS current

DESCRI PTI ON "The jack connector type, as it appears on the
out si de of the system"”
o= { ifJackEntry 2 }

-- The ifMauAut oNegTabl e applies to systens in which

-- auto-negotiation is supported on one or nore MAUs

-- attached to interfaces. Note that if auto-negotiation
-- is present and enabl ed, the ifMuType object reflects
-- the result of the auto-negotiation function.

i f MauAut oNegTabl e OBJECT- TYPE

SYNTAX SEQUENCE OF | f MauAut oNegENntry
MAX- ACCESS not-accessi bl e
STATUS current

DESCRI PTI ON "Configuration and status objects for the
aut o-negoti ation function of MAUs attached to
interfaces."

.= { dot 3l f MauAut oNegGroup 1 }

i f MauAut oNegEntry OBJECT- TYPE

SYNTAX | f MauAut oNegENt ry
MAX- ACCESS not - accessi bl e
STATUS current

DESCRI PTION "An entry in the table, containing configuration
and status information for the auto-negotiation
function of a particular MAU."

| NDEX { ifMaulflndex,

i f Maul ndex

}
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.= { ifMauAut oNegTable 1 }

| f MauAut oNegEntry :: =

SEQUENCE {
i f MauAut oNegAdmi nSt at us | NTEGER,
i f MauAut oNegRenot eSi gnal i ng | NTEGER,
i f MauAut oNegConfi g | NTEGER,
i f MauAut oNegCapability I nt eger 32,
i f MauAut oNegCapAdverti sed I nt eger 32,
i f MauAut oNegCapRecei ved I nt eger 32,
i f MauAut oNegRest art | NTEGER,
i f MauAut oNegCapabilityBits BI TS,
i f MauAut oNegCapAdverti sedBits BI TS,
i f MauAut oNegCapRecei vedBits BI TS,
i f MauAut oNegRenot eFaul t Adverti sed | NTEGER,
i f MauAut oNegRenot eFaul t Recei ved | NTEGER
}
i f MauAut oNegAdmi nSt at us OBJECT- TYPE
SYNTAX | NTEGER {
enabl ed(1),
di sabl ed(2)
MAX- ACCESS read-write
STATUS current
DESCRI PTI ON "Setting this object to enabled(1l) will cause
the interface which has the auto-negotiation
signaling ability to be enabl ed.
If the value of this object is disabled(2) then
the interface will act as it would if it had no
aut o-negoti ati on signaling. Under these
condi tions, an | EEE 802.3 MAU will inmediately
be forced to the state indicated by the val ue of
the object ifMuuDefaultType.
NOTE TO | MPLEMENTORS:  When
i f MauAut oNegAdmi nSt atus transitions from enabl ed
to di sabled, the agent inplenmentati on MJST
ensure that the operational type of the MAU (as
reported by ifMuwuType) correctly transitions to
the val ue specified by the ifMuuDefaul t Type
object, rather than continuing to operate at the
val ue earlier deternined by the auto-negotiation
function."”
REFERENCE "[I| EEE 802.3 Std], 30.6.1.1.2,
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.= { ifMauAut oNegEntry 1 }

i f MauAut oNegRenot eSi gnal i ng OBJECT- TYPE
SYNTAX | NTEGER {
det ected(1),
not det ect ed( 2)

}

MAX- ACCESS read-only

STATUS current

DESCRI PTI ON " A val ue indicati ng whether the renote end of
the link is using auto-negotiation signaling. It
takes the value detected(1) if and only if,
during the previous |ink negotiation, FLP Bursts
were received. "

REFERENCE  "[I| EEE 802.3 std], 30.6.1.1.3,
aAut oNegRenot eSi gnal i ng. "

::={ ifMauAut oNegEntry 2 }

i f MauAut oNegConfi g OBJECT- TYPE
SYNTAX | NTEGER {
ot her (1),
configuring(2),
conpl et e(3),
di sabl ed(4),
paral | el Det ect Fai | (5)

}

MAX- ACCESS read-only

STATUS current

DESCRI PTI ON "A val ue indicating the current status of the
aut o-negoti ati on process. The enuneration
paral | el DetectFail (5) maps to a failure in
paral |l el detection as defined in 28.2.3.1 of
[l EEE 802.3 std]."

REFERENCE "[I| EEE 802.3 Std], 30.6.1.1.4,
aAut oNegAut oConfi g."

.= { ifMauAut oNegEntry 4 }

i f MauAut oNegCapabi | ity OBJECT- TYPE

SYNTAX I nt eger 32
MAX- ACCESS read-only
STATUS depr ecat ed

DESCRI PTI ON "****x*x*x* TH S OBJECT | S DEPRECATED ********x%

A val ue that uniquely identifies the set of
capabilities of the |ocal auto-negotiation
entity. The value is a sumwhich initially
takes the value zero. Then, for each capability
of this interface, 2 raised to the power noted
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bel ow i s added to the sum For exanple, an

i nterface which has the capability to support
only 100Base-TX hal f dupl ex woul d have a val ue
of 32768 (2**15). |In contrast, an interface

whi ch supports both 100Base-TX hal f dupl ex and
and 100Base-TX full duplex would have a val ue of
98304 ((2**15) + (2**16)).

The powers of 2 assigned to the capabilities are
t hese:

Power Capability

0 ot her or unknown

(1-9) (reserved)

10 10BASE-T hal f dupl ex node

11 10BASE-T full duplex node

12 (reserved)

13 (reserved)

14 100BASE- T4

15 100BASE- TX hal f dupl ex nobde
16 100BASE- TX full dupl ex node
17 (reserved)

18 (reserved)

19 100BASE- T2 hal f dupl ex nobde

20 100BASE- T2 full dupl ex nobde

Note that interfaces that support this MB may
have capabilities that extend beyond the scope
of this MB
Thi s object has been deprecated in favour of
i f MauAut oNegCapabilityBits"

REFERENCE  "[I| EEE 802.3 Std], 30.6.1.1.5,
aAut oNegLocal Technol ogyAbi lity. "

::= { ifMauAut oNegEntry 5 }

i f MauAut oNegCapAdverti sed OBJECT- TYPE

SYNTAX I nt eger 32
MAX- ACCESS read-wite
STATUS depr ecat ed

DESCRI PTI ON "*******x* TH S OBJECT | S DEPRECATED *******%x%

A value that uniquely identifies the set of
capabilities advertised by the | oca

aut o-negotiation entity. Refer to

i f MauAut oNegCapability for a description of the
possi bl e val ues of this object.

Capabilities in this object that are not
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avai | abl e in ifMauAut oNegCapability cannot be
enabl ed.

Thi s object has been deprecated in favour of
i f MauAut oNegCapAdverti sedBits"

REFERENCE  "[I| EEE 802.3 std], 30.6.1.1.6,
aAut oNegAdverti sedTechnol ogyAbility."

.= { ifMauAut oNegEntry 6 }

i f MauAut oNegCapRecei ved OBJECT- TYPE

SYNTAX I nt eger 32
MAX- ACCESS read-only
STATUS depr ecat ed

DESCRI PTI ON "*****x*x* TH S OBJECT | S DEPRECATED *******%x%

A value that uniquely identifies the set of
capabilities received fromthe renote

aut o-negotiation entity. Refer to

i f MauAut oNegCapability for a description of the
possi bl e val ues of this object.

Note that interfaces that support this MB may
be attached to renote auto-negotiation entities
whi ch have capabilities beyond the scope of this
M B.

Thi s obj ect has been deprecated in favour of
i f MauAut oNegCapRecei vedBi t s"

REFERENCE  "[I| EEE 802.3 std], 30.6.1.1.7,
aAut oNegRecei vedTechnol ogyAbi lity."

.= { ifMauAut oNegEntry 7 }

i f MauAut oNegRest art OBJECT- TYPE
SYNTAX | NTEGER {
restart(1),
norestart(2)

}

MAX- ACCESS read-write

STATUS current

DESCRI PTION "If the value of this object is set to
restart(1l) then this will force auto-negotiation
to begin link renegotiation. If auto-negotiation
signaling is disabled, a wite to this object
has no effect.

Setting the value of this object to norestart(2)

has no effect.”
REFERENCE "[ 1 EEE 802.3 Std], 30.6.1.2.1,
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acAut oNegRest art Aut oConfig."
.= { ifMauAut oNegEntry 8 }

i f MauAut oNegCapabi lityBits OBJECT- TYPE

SYNTAX BI TS {

bQ her (0), -- other or unknown

b10baseT(1), -- 10BASE-T half dupl ex node

b10baseTFD( 2) , -- 10BASE-T full duplex node

b100baseT4(3), -- 100BASE- T4

b100baseTX(4), -- 100BASE- TX hal f dupl ex node

b100baseTXFD(5), -- 100BASE-TX full dupl ex node

b100baseT2(6), -- 100BASE- T2 hal f dupl ex node

b100baseT2FD(7), -- 100BASE-T2 full dupl ex nobde

bf dxPause( 8), -- PAUSE for full-duplex links

bf dxAPause(9), -- Asymmetric PAUSE for full-duplex
-- i nks

bf dxSPause( 10), -- Symmetric PAUSE for full-duplex
-- l'i nks

bf dxBPause(11), -- Asymmetric and Synmetric PAUSE for
-- full-duplex links

b1000baseX(12), -- 1000BASE- X, -LX, -SX, -CX half
-- dupl ex node

b1000baseXFD(13), -- 1000BASE- X, -LX, -SX, -CX ful
-- dupl ex node

b1000baseT( 14), -- 1000BASE-T hal f dupl ex node

b1000baseTFD(15) -- 1000BASE-T full duplex node

}

MAX- ACCESS read-only

STATUS current

DESCRI PTI ON "A val ue that uniquely identifies the set of
capabilities of the |ocal auto-negotiation
entity. Note that interfaces that support this
M B may have capabilities that extend beyond the
scope of this MB.

Note that the |l ocal auto-negotiation entity nmay
support sone capabilities beyond the scope of
this MB. This is indicated by returning the
bit value bOher in addition to any bit val ues
for capabilities that are |listed above."
REFERENCE "[I| EEE 802.3 Std], 30.6.1.1.5,
aAut oNegLocal Technol ogyAbility."
.= { ifMauAut oNegEntry 9 }

i f MauAut oNegCapAdverti sedBits OBJECT- TYPE

SYNTAX BI TS {
bt her (0), -- other or unknown
b10baseT(1), -- 10BASE-T half dupl ex node
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b10baseTFD( 2) , -- 10BASE-T full dupl ex node
b100baseT4(3), -- 100BASE- T4
b100baseTX(4), -- 100BASE- TX hal f dupl ex nmode
b100baseTXFD(5), -- 100BASE-TX full dupl ex node
b100baseT2(6), -- 100BASE- T2 hal f dupl ex node
b100baseT2FD(7), -- 100BASE-T2 full dupl ex node
bFdxPause( 8), -- PAUSE for full-duplex links
bFdxAPause(9), -- Asymmetric PAUSE for full-duplex
-- l'i nks
bFdxSPause( 10), -- Symmetric PAUSE for full-duplex
-- i nks
bFdxBPause(11), -- Asymmetric and Synmmetric PAUSE for
-- full -dupl ex links
b1000baseX(12), -- 1000BASE- X, -LX, -SX, -CX half
-- dupl ex node
b1000baseXFD(13), -- 1000BASE-X, -LX, -SX, -CX full
-- dupl ex node
b1000baseT( 14), -- 1000BASE-T hal f dupl ex node
b1000baseTFD(15) -- 1000BASE-T full dupl ex nobde

}

MAX- ACCESS read-wite

STATUS current

DESCRI PTI ON "A val ue that uniquely identifies the set of
capabilities advertised by the |l oca
aut o-negotiation entity.

Capabilities in this object that are not
avai l abl e in ifMauAut oNegCapabilityBits cannot
be enabl ed.
Note that the |l ocal auto-negotiation entity nmay
adverti se sone capabilities beyond the scope of
this MB. This is indicated by returning the
bit value bOher in addition to any bit val ues
for capabilities that are |listed above."
REFERENCE "[| EEE 802.3 Std], 30.6.1.1.6,
aAut oNegAdverti sedTechnol ogyAbility."
.= { ifMauAut oNegEntry 10 }

i f MauAut oNegCapRecei vedBi ts OBJECT- TYPE

SYNTAX BI TS {

bCt her (0), -- other or unknown
b10baseT(1), -- 10BASE-T half dupl ex node
b10baseTFD( 2) , -- 10BASE-T full dupl ex node
b100baseT4(3), -- 100BASE- T4

b100baseTX(4), -- 100BASE- TX hal f dupl ex nbde
b100baseTXFD(5), -- 100BASE-TX full dupl ex node
b100baseT2(6), -- 100BASE- T2 hal f dupl ex node
b100baseT2FD(7), -- 100BASE-T2 full dupl ex nobde
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bFdxPause( 8), -- PAUSE for full-duplex links
bFdxAPause(9), -- Asymmetric PAUSE for full-duplex
-- l'i nks
bFdxSPause( 10), -- Symmetric PAUSE for full-duplex
-- i nks
bFdxBPause(11), -- Asymmetric and Synmmetric PAUSE for
-- full -dupl ex links
b1000baseX(12), -- 1000BASE- X, -LX, -SX, -CX half
-- dupl ex node
b1000baseXFD(13), -- 1000BASE-X, -LX, -SX, -CX full
-- dupl ex node
b1000baseT( 14), -- 1000BASE-T hal f dupl ex node
b1000baseTFD(15) -- 1000BASE-T full dupl ex nobde

}

MAX- ACCESS read-only

STATUS current

DESCRI PTI ON "A val ue that uniquely identifies the set of
capabilities received fromthe renote
aut o-negotiation entity.

Note that interfaces that support this MB may
be attached to renote auto-negotiation entities
whi ch have capabilities beyond the scope of this
MB. This is indicated by returning the bit
value bQher in addition to any bit values for
capabilities that are |isted above."
REFERENCE  "[I| EEE 802.3 std], 30.6.1.1.7,
aAut oNegRecei vedTechnol ogyAbi lity."
::={ ifMauAut oNegEntry 11 }
i f MauAut oNegRenot eFaul t Adverti sed OBJECT- TYPE
SYNTAX | NTEGER {
noError (1),
of fline(2),
i nkFai |l ure(3),
aut oNegError (4)

}
MAX- ACCESS read-write
STATUS current
DESCRI PTI ON "A val ue that identifies any local fault
i ndi cations that this MAU has detected and w ||
advertise at the next auto-negotiation
i nteraction for 1000Mops MAUs."
REFERENCE  "[| EEE 802.3 Std], 30.6.1.1.6,
aAut oNegAdverti sedTechnol ogyAbility."
::= { ifMawAut oNegEntry 12 }

i f MauAut oNegRenot eFaul t Recei ved OBJECT- TYPE
SYNTAX | NTEGER {
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noError (1),
of fline(2),
['i nkFail ure(3),
aut oNegError (4)

}

MAX- ACCESS read-only

STATUS current

DESCRI PTION "A val ue that identifies any fault indications
received fromthe far end of a link by the
| ocal auto-negotiation entity for 1000Mops
MAUs. "

REFERENCE  "[| EEE 802.3 sStd], 30.6.1.1.7,
aAut oNegRecei vedTechnol ogyAbi lity."

.= { ifMauAut oNegEntry 13 }

-- The Basi ¢ Broadband MAU Tabl e

br oadMauBasi cTabl e OBJECT- TYPE

SYNTAX SEQUENCE OF Br oadMauBasi cEntry
MAX- ACCESS not -accessi bl e
STATUS depr ecat ed

DESCRI PTI ON "******x*x* TH S OBJECT | S DEPRECATED ********x%

Tabl e of descriptive and status information
about the broadband MAUs connected to
interfaces.”

::= { dot 3BroadMauBasi cG oup 1 }

br oadMauBasi cEntry OBJECT- TYPE

SYNTAX Br oadMauBasi cEntry
MAX- ACCESS not - accessi bl e
STATUS depr ecat ed

DESCRI PTI QN "******x*x% TH S OBJECT | S DEPRECATED ******x %%
An entry in the table, containing informtion
about a single broadband MAU."

| NDEX { broadMaul f I ndex,

br oadMaul ndex
}
::= { broadMauBasi cTable 1 }

Br oadMauBasi cEntry :: =

SEQUENCE {
br oadMaul f | ndex I nt eger 32,
br oadMaul ndex I nt eger 32,
br oadMauXnt RcvSpl i t Type | NTEGER
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br oadMauXnt Carri er Freq I nt eger 32,
br oadMauTr ansl at i onFr eq I nt eger 32

}

br oadMaul f I ndex OBJECT- TYPE
SYNTAX Integer32 (1..2147483647)
MAX- ACCESS read-only
STATUS depr ecat ed
DESCRI PTI QN "**x#***x*% TH S OBJECT | S DEPRECATED ******x%%x*

This variable uniquely identifies the interface
to which the MAU described by this entry is
connected. "

REFERENCE "Reference RFC 1213, iflndex."

::= { broadMauBasi cEntry 1 }

br oadMaul ndex OBJECT- TYPE

SYNTAX I nteger32 (1..2147483647)
MAX- ACCESS read-only
STATUS depr ecat ed

DESCRI PTI ON "******x** TH S OBJECT | S DEPRECATED *********x*

This variable uniquely identifies the MAU
connected to interface broadMaul flndex that is
described by this entry."

REFERENCE "[ 1 EEE 802.3 Std], 30.5.1.1.1, aMAUD. "

::= { broadMauBasi cEntry 2 }

br oadMauXmt RcvSpl it Type OBJECT- TYPE
SYNTAX | NTEGER {
ot her (1),
single(2),
dual (3)

}
MAX- ACCESS read-only
STATUS depr ecat ed
DESCRI PTI QN "******x*x* TH S OBJECT | S DEPRECATED ******x**x*

Thi s object indicates the type of frequency

mul ti pl exi ng/ cabling systemused to separate the
transmt and receive paths for the 10BROAD36
MAU.

The value other(1) is returned if the split type
is not either single or dual

The val ue single(2) indicates a single cable
system The val ue dual (3) indicates a dua
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cabl e system offset normally zero."
REFERENCE  "[I| EEE 802.3 Std], 30.5.1.1.8,
aBbMAUXM t RevSpl it Type. ™
::= { broadMauBasi cEntry 3 }

br oadMauXmt Carri er Freq OBJECT- TYPE

SYNTAX I nt eger 32
MAX- ACCESS read-only
STATUS depr ecat ed

DESCRI PTI ON "*******x* TH S OBJECT | S DEPRECATED *******%x*

This variable indicates the transmt carrier
frequency of the 10BROAD36 MAU in MHz/ 4; that
is, inunits of 250 kHz."
REFERENCE  "[I| EEE 802.3 std], 30.5.1.1.9,
aBr oadbandFr equenci es. xm t Carri er Frequency. "
::= { broadMauBasi cEntry 4 }

br oadMauTr ansl ati onFreq OBJECT- TYPE

SYNTAX I nt eger 32
MAX- ACCESS read-only
STATUS depr ecat ed

DESCRI PTI ON "******x*x* TH S OBJECT | S DEPRECATED *********%

This variable indicates the translation offset
frequency of the 10BROAD36 MAU in MHz/ 4; that
is, inunits of 250 kHz."
REFERENCE  "[I| EEE 802.3 std], 30.5.1.1.9,
aBr oadbandFr equenci es. transl ati onFrequency. "
::= { broadMauBasi cEntry 5 }

-- Notifications for use by 802.3 MAUs
snipDot 3MauTr aps OBJECT | DENTIFIER ::= { snnpDot 3MauMgt O }

r pMauJabber Trap NOTI FI CATI ON- TYPE
OBJECTS { rpMauJabber State }
STATUS current
DESCRI PTION "This trap is sent whenever a nanaged repeater
MAU enters the jabber state.

The agent MJST throttle the generation of
consecutive rphMauJabber Traps so that there is at
| east a five-second gap between them™
REFERENCE  "[| EEE 802.3 Myt], 30.5.1.3.1, nJabber
notification."
::= { snnpDot 3MauTraps 1 }
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i f MauJabber Trap NOTI FI CATI ON- TYPE
OBJECTS { ifMauJabber State }
STATUS current
DESCRI PTION "This trap is sent whenever a managed interface
MAU enters the jabber state.

The agent MJST throttle the generation of
consecutive ifMuwuJabberTraps so that there is at
| east a five-second gap between them™"
REFERENCE  "[| EEE 802.3 Myt], 30.5.1.3.1, nJabber
notification."
;.= { snnpDot 3MauTraps 2 }

-- Confornmance i nfornmation

mauModConf
OBJECT IDENTIFIER ::= { mauMbd 1 }
mauModConpl s
OBJECT I DENTI FIER ::= { mauMbdConf 1 }
mauMdoj G ps
OBJECT | DENTI FIER ::= { mauhMbdConf 2 }
mauModNot Gr ps
OBJECT I DENTIFIER ::= { mauMbdConf 3 }
-- (bject groups
mauRpGr pBasi ¢ OBJECT- GROUP
OBJECTS { rpMauG oupl ndex,
r pMauPor t | ndex,
r pMaul ndex,
rpMauType,

r pMauSt at us,

r pMauMedi aAvai | abl e,

r pMauMedi aAvai | abl eSt at eExi ts,
r pMauJabber St at e,

r pMauJabberi ngSt at eEnt er s

}
STATUS current
DESCRI PTI ON "Basi ¢ conformance group for MAUs attached to
repeater ports. This group is also the
conf ormance specification for RFC 1515
i mpl enent ati ons. ™
o= { mauModOoj Grps 1}

mauRpG p100Mos OBJECT- GROUP
OBJECTS { rpMauFal seCarriers }
STATUS current
DESCRI PTI ON " Conf or mance group for MAUs attached to
repeater ports with 100 Mo/s or greater
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capability."
o= { mauMdoj Grps 2 }

mauRpG pJack OBJECT- GROUP
OBJECTS { rpJackType }
STATUS current
DESCRI PTI ON " Conformance group for MAUs attached to
repeater ports with managed jacks."
= { mauModoj Grps 3 }

maul f G pBasi ¢ OBJECT- GROUP
OBJECTS { i1fMaulflndex,

i f Maul ndex,
i f MauType,
i f MauSt at us,
i f MauMedi aAvai | abl e,
i f MauMedi aAvai | abl eSt at eExits,
i f MauJabber St at e,
i f MauJabberi ngStateEnters

}
STATUS current
DESCRI PTI ON "Basi ¢ conformance group for MAUs attached to
interfaces. This group also provides a
conf ormance specification for RFC 1515
i mpl enent ations. "
o= { mauMdj Grps 4 }

maul f G p100Mbs OBJECT- GROUP
OBJECTS { ifMauFal seCarriers,
i f MauTypelLi st
i f MauDef aul t Type,
i f MauAut oNegSupport ed

}
STATUS depr ecat ed
DESCRI PTI ON "**x**%%** TH S GROUP | S DEPRECATED *******xx*

Conf ormance group for MAUs attached to
interfaces with 100 Md/ s capability.

Thi s object group has been deprecated in favor
of maul f G pH ghCapacity."
.= { mauModOoj Grps 5 }

maul f G pJack OBJECT- GROUP
OBJECTS { ifJackType }
STATUS current
DESCRI PTI ON " Conf or mance group for MAUs attached to
interfaces with managed jacks."
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o= { mauMdOoj Grps 6 }

maul f G pAut oNeg OBJECT- GROUP

OBJECTS { i fMauAut oNegAdm nSt at us,
i f MauAut oNegRenot eSi gnal i ng,
i f MauAut oNegConfi g,
i f MauAut oNegCapability,
i f MauAut oNegCapAdverti sed,
i f MauAut oNegCapRecei ved,
i f MauAut oNegRest art

}
STATUS depr ecat ed
DESCRI PTI ON "**x**%%%* TH S GROUP | S DEPRECATED *******xxx

Conf ormance group for MAUs attached to
interfaces with managed auto-negoti ati on.

Thi s object group has been deprecated in favor
of maul f G pAut oNeg2. "
o= { mauMdhj Grps 7 }

mauBr oadBasi ¢ OBJECT- GROUP
OBJECTS { broadMaul f | ndex,
br oadMaul ndex,
br oadMauXnt RcvSpl i t Type,
br oadMauXnt Carri er Fr eq,
br oadMauTr ansl at i onFr eq

}
STATUS depr ecat ed
DESCRI PTI ON "*****%%** TH S GROUP | S DEPRECATED *******xxx

Conf ormance group for broadband MAUs attached
to interfaces.

This object group is deprecated. There have
been no reported inplenentations of this group,
and it was felt to be unlikely that there wll
be any future inplenmentations."

= { mauMdnj Grps 8 }

maul f G pH ghCapacity OBJECT- GROUP
OBJECTS { ifMauFal seCarriers,
i f MauTypelLi stBits,
i f MauDef aul t Type,
i f MauAut oNegSupport ed

}
STATUS current
DESCRI PTI ON " Conformance group for MAUs attached to
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interfaces with 100 Md/s or greater capability."
o= { mauMdj Grps 9 }

maul f G pAut oNeg2 OBJECT- GROUP
OBJECTS { i1 fMauAut oNegAdm nSt at us,

i f MauAut oNegRenot eSi gnal i ng,
i f MauAut oNegConfi g,
i f MauAut oNegCapabilityBits,
i f MauAut oNegCapAdvertisedBits,
i f MauAut oNegCapRecei vedBi t s,
i f MauAut oNegRest art

}
STATUS current
DESCRI PTI ON " Conf ormance group for MAUs attached to
interfaces with managed auto-negotiation."
= { mauMdOoj Grps 10 }

maul f Gr pAut oNeg1000Mops OBJECT- GROUP
OBJECTS { ifMauAut oNegRenot eFaul t Adverti sed,
i f MauAut oNegRenot eFaul t Recei ved

}

STATUS current

DESCRI PTI ON " Conf or mance group for 1000Mops MAUs attached to
interfaces with managed auto-negotiation."

o= { mauModoj Grps 11 }

-- Notification groups

rpMauNot i fi cati ons NOTI FI CATI ON- GROUP
NOTI FI CATI ONS { rpMauJabber Trap }
STATUS current
DESCRI PTION "Notifications for repeater MAUs."
.= { mauModNot Grps 1 }

i f MauNot i fi cati ons NOTI FI CATI ON- GROUP
NOTI FI CATI ONS { i f MauJabber Trap }
STATUS current
DESCRI PTION "Notifications for interface MAUs."
::= { mauModNot Grps 2 }

-- Compl i ances
mauMbdRpConpl MODULE- COVPLI ANCE
STATUS depr ecat ed
DESCRI PTI ON "******%* TH S COVPLI ANCE | S DEPRECATED *****x**

Conpl i ance for MAUs attached to repeater
ports.
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This conmpliance is deprecated and repl aced by
mauModRpConpl 2, which corrects an oversi ght by
all owi ng rpMauStatus to be inpl enented

read-only."

MODULE -- this nodul e

MANDATORY- GROUPS { mauRpGrpBasic }

GROUP mauRpG p100Mos

DESCRI PTI ON "I npl enent ati on of this optional

group is

recomrended for MAUs whi ch have 100Mo/s or

greater capability."

GROUP mauRpGr pJack

DESCRI PTI ON "I npl emrent ati on of this optional

group is

recomended for MAUs whi ch have one or npre

external jacks."

GROUP rpMauNot i fi cati ons

DESCRI PTI ON "I npl enentati on of this group is recomended
for MAUs attached to repeater ports."

{ mauMdConpls 1 }

nmauModl f Conpl  MODULE- COVPLI ANCE
STATUS depr ecat ed
DESCRI PTI ON "****x**x TH S COVPLI ANCE | S DEPRECATED *******x

Conpl i ance for MAUs attached to interfaces.

This conpliance is deprecated and repl aced by

mauhodl f Conpl 2. "

MODULE -- this nodul e

et al.

MANDATORY- GROUPS { maul f GrpBasic }

GROUP maul f G p100Mos
DESCRI PTI ON "I npl enentati on of this optional

group is

recomrended for MAUs whi ch have 100Md/ s

capability."

GROUP maul f G pJack
DESCRI PTI ON "I npl enentati on of this optional

group is

reconmrended for MAUs whi ch have one or nore

external jacks."

GROUP maul f G pAut oNeg

DESCRI PTI ON "1 npl enentati on of this group is mandatory

for MAUs which support managed
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aut o- negoti ation."

GROUP mauBr oadBasi c
DESCRI PTI ON "I npl enentati on of this group is mandatory
for broadband MAUs."

GROUP i f MauNoti fications

DESCRI PTI ON "I npl enentati on of this group is recomended
for MAUs attached to interfaces."

{ mauMdConpls 2 }

mauMbdl! f Conpl 2 MODULE- COVPLI ANCE
STATUS current
DESCRI PTI ON " Conpl i ance for MAUs attached to interfaces."

MODULE -- this nodul e

MANDATORY- GROUPS { maul f Gr pBasi ¢ }

GROUP maul f G pHi ghCapacity

DESCRI PTI ON "I npl enentati on of this optional group is
recormmended for MAUs which have 100Mb/ s
or greater capability."

GROUP maul f Gr pJack

DESCRI PTI ON "I npl enentati on of this optional group is
recommended for MAUs which have one or nore
external jacks."

GROUP maul f G pAut oNeg?2

DESCRI PTI ON "I npl enentation of this group is nmandatory
for MAUs which support managed
aut o-negoti ation."

GROUP maul f G pAut oNeg1000Mops

DESCRI PTI ON "1 npl enentati on of this group is mandatory
for MAUs which have 1000Mo/s or greater
capability and support nanaged
aut o-negoti ation."

GROUP i f MauNot i fications
DESCRI PTI ON "I npl enentati on of this group is recomended
for MAUs attached to interfaces."

OBJECT i f MauSt at us
M N- ACCESS read-only
DESCRI PTION "Wite access is not required.”

;.= { mauModConpls 3 }

et al.
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mauMbdRpConpl 2 MODULE- COVPLI ANCE

STATUS current
DESCRI PTI ON " Conpl i ance for MAUs attached to repeater
ports."

MODULE -- this nodul e
MANDATORY- GROUPS { mauRpGrpBasic }

GROUP mauRpG p100Mos

DESCRI PTI ON "I nmpl enent ati on of this optional group is
recommended for MAUs which have 100Md/s or
greater capability."

GROUP mauRpGr pJack

DESCRI PTI ON "I npl enentati on of this optional group is
recommended for MAUs which have one or nore
external jacks."

GROUP rpMauNot i fi cati ons
DESCRI PTI ON "I npl enentati on of this group is recomended
for MAUs attached to repeater ports."

OCBJECT r pMauSt at us

M N- ACCESS read-only

DESCRI PTION "Wite access is not required.”
.= { mauModConpls 4 }

END
5. Intellectual Property

The | ETF takes no position regarding the validity or scope of any
intellectual property or other rights that might be clainmed to
pertain to the inplenentation or use of the technol ogy described in
this document or the extent to which any |icense under such rights

m ght or mght not be available; neither does it represent that it
has made any effort to identify any such rights. Information on the
| ETF's procedures with respect to rights in standards-track and

st andards-rel ated docunentati on can be found in BCP-11. Copies of
clains of rights nade avail able for publication and any assurances of
licenses to be nade avail able, or the result of an attenpt made to
obtain a general license or perm ssion for the use of such
proprietary rights by inplenmentors or users of this specification can
be obtained fromthe | ETF Secretari at.
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The IETF invites any interested party to bring to its attention any
copyrights, patents or patent applications, or other proprietary

ri ghts which may cover technol ogy that nmay be required to practice
this standard. Please address the information to the | ETF Executive
Director.
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8. Security Considerations

There are a nunber of nanagenent objects defined in this MB that
have a MAX- ACCESS cl ause of read-wite. Setting these objects can
have a serious effect on the operation of the network, including:

enabl i ng or disabling a MAU

changing a MAU s default type

enabl i ng, disabling or restarting autonegotiation

nodi fying the capabilities that a MAU advertizes during
aut onegoti ati on.

Such objects may be considered sensitive or vulnerable in some
networ k environnents. The support for SET operations in a non-secure
envi ronnent wi thout proper protection can have a negative effect on
net wor k operations.

SNWPv1l by itself is such an insecure environment. Even if the
network itself is secure (for exanple by using | PSec), even then,
there is no control as to who on the secure network is allowed to
access and CET/ SET (read/ change/create/delete) the objects in this
M B.

It is recormended that the inplenenters consider the security
features as provided by the SNMPv3 framework. Specifically, the use
of the User-based Security Mdel RFC 2574 [12] and the Vi ew based
Access Control Mddel RFC 2575 [15] is reconmended.
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It is then a custoner/user responsibility to ensure that the SNWP
entity giving access to an instance of this MB, is properly
configured to give access to those objects only to those principals
(users) that have legitimate rights to access them
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Appendi x
Change Log
This section enunerates the changes made to RFC 2239 to produce this
docunent .

(1) The MODULE- | DENTI TY has been updated to reflect the changes
in the MB.

(2) OBJECT- | DENTI TY definiti ons have been added for gigabit MAU
types.

(3) The i f MauTypelLi st, ifMuuAut oNegCapability,

i f MauAut oNegCapAdverti sed and i f MauAut oNegCapRecei ved
obj ects have been deprecated and repl aced by

i f MauTypeLi stBits, ifMauAutoNegCapabilityBits,

i f MauAut oNegCapAdvertisedBits and

i f MauAut oNegCapRecei vedBi ts.

(4) Two new obj ects, ifMauAut oNegRenot eFaul t Adverti sed and
i f MauAut oNegRenot eFaul t Recei ved have been added.

(5) Enunmerations for "offline’ and 'autoNegError’ have been
added for the rpMauMedi aAvail abl e and i f MauMedi aAvai |l abl e
obj ect s.

(6) The broadMauBasi cTabl e and nauBroadBasi ¢ obj ect group have
been deprecat ed.

(7) The maul f G p1l00Mds and naul f Gr pAut oNeg obj ect groups have
been deprecated and replaced by maul f G pH ghCapacity and
maul f G pAut oNeg2.

(8) A new obj ect group, maul f G pAut oNegl000Mips, has been added.

(9) The mauModl f Conpl and nauModRpConpl conpli ances have been
deprecat ed and repl aced by mauhMdl f Conpl 2 and
mauModRpConpl 2.

(10) Added section on relationship to RFC 2239.

(11) Updated the SNMP Networ k Managenent Framework boil erpl ate.

Smith, et al. St andards Track [ Page 54]



RFC 2668 802.3 MAU M B August 1999
(12) Refer to the Interfaces MB, rather than the interfaces
group of MB-1I
(13) Updated references to refer to latest edition of |EEE 802. 3.

(14) An intellectual property notice was added, as required by
RFC 2026.
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11. Full Copyright Statenent
Copyright (C The Internet Society (1999). Al Rights Reserved.

Thi s docunent and translations of it may be copied and furnished to
ot hers, and derivative works that conment on or otherwi se explain it
or assist inits inplenentation may be prepared, copied, published
and distributed, in whole or in part, without restriction of any

ki nd, provided that the above copyright notice and this paragraph are
i ncluded on all such copies and derivative works. However, this
docunent itself may not be nodified in any way, such as by renoving
the copyright notice or references to the Internet Society or other
I nternet organi zati ons, except as needed for the purpose of
devel opi ng Internet standards in which case the procedures for
copyrights defined in the Internet Standards process nust be
followed, or as required to translate it into |anguages ot her than
Engl i sh.

The Iimted perm ssions granted above are perpetual and will not be
revoked by the Internet Society or its successors or assigns.

Thi s docunent and the information contained herein is provided on an
"AS | S" basis and THE | NTERNET SOCI ETY AND THE | NTERNET ENG NEERI NG
TASK FORCE DI SCLAI M5 ALL WARRANTI ES, EXPRESS OR | MPLI ED, | NCLUDI NG
BUT NOT LI M TED TO ANY WARRANTY THAT THE USE OF THE | NFORVATI ON
HEREI N W LL NOT | NFRI NGE ANY RI GHTS OR ANY | MPLI ED WARRANTI ES OF
MERCHANTABI LI TY OR FI TNESS FOR A PARTI CULAR PURPCSE
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