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In Multicast Virtual Private Networks (MVPNs), custoner nulticast
flows are carried in "tunnels" through a service provider’s network.
The base specifications for M/PN define BGP multicast VPN "auto-
di scovery routes" and specify how to use an auto-di scovery route to
advertise the fact that an individual custoner nulticast flowis

being carried in a particular tunnel. However, those specifications
do not provide a way to specify, in a single such route, that
nmul tiple custoner flows are being carried in a single tunnel. Those

specifications also do not provide a way to advertise that a
particular tunnel is to be used by default to carry all customer

fl ows, except in the case where that tunnel is joined by all the
provi der edge routers of the MVPN. This document elimnates these
restrictions by specifying the use of "wildcard" elenents in the
customer flowidentifiers. Wth wildcard elenents, a single auto-
di scovery route can refer to nmultiple custoner flows or even to al
custonmer fl ows.
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Internet Engineering Steering Goup (IESG. Further infornmation on
Internet Standards is available in Section 2 of RFC 5741.
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1. Introduction

In Multicast Virtual Private Networks (MVPNs), custoner multicast
flows are carried in tunnels through a service provider’s network.
The base specifications for MVPN define BGP nmulticast VPN

"aut o-di scovery routes" and specify how to use an auto-di scovery
route to advertise the fact that an individual custoner nulticast
flowis being carried in a particular tunnel. However, those
specifications do not provide a way to specify, in a single such
route, that multiple custoner flows are being carried in a single
tunnel . Those specifications also do not provide a way to advertise
that a particular tunnel is to be used by default to carry al
customer flows, except in the case where that tunnel is joined by al
the provider edge routers of the MVPN. This docunent elininates
these restrictions by specifying the use of "wildcard" elenents in
the customer flowidentifiers. Wth wildcard elenents, a single

aut o-di scovery route can refer to multiple custoner flows or even to
all customer flows.

1.1. Term nol ogy
Thi s docunent uses termi nology from[MWPN] and, in particular, uses
the prefixes "C-" and "P-", as specified in Section 3.1 of [MWPN], to
di stingui sh addresses in the "custoner address space" from addresses
in the "provider address space". The follow ng term nology and
acronynms are particularly inmportant in this docunent:
- MVPN

Multicast Virtual Private Network -- a VPN [L3VPN] in which
mul ti cast service is offered.

- VRF
VPN Routing and Forwardi ng table [L3VPN].
- SP
Servi ce Provider.
- P-tunnel
A tunnel through the network of one or nobre SPs.
-GS

Mul ti cast Source. A multicast source address, in the address
space of a custoner network.
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- GG

Mul ticast Goup. A multicast group address (destination
address) in the address space of a customer network.

- Cmlticast flowor Cflow
A custoner nulticast flow Each Cflowis identified by the
ordered pair (source address, group address), where each address
is in the custoner’s address space. The identifier of a
particular Cflowis usually witten as (GS,CG.

- RP
A "Rendezvous Point", as defined in [PIM.

- CGRP

A Rendezvous Point whose address is in the custoner’s address
space.

- Sel ective P-tunnel
A P-tunnel that is joined only by Provider Edge (PE) routers
that need to receive one or more of the G-flows that are
traveling through that P-tunnel.

- Inclusive P-tunnel

A P-tunnel that is joined by all PE routers that attach to sites
of a given MVPN

- S-PMSI A-Droute

Sel ective Provider Milticast Service Interface Auto-Di scovery
route. Carried in BGP Update nessages, these routes are used to
advertise the fact that particular Cflows are bound to (i.e.,
are traveling through) particular P-tunnels.

Fam liarity with rmulticast concepts and termnology [PIM is also
pr esupposed.

The key words "MJST", "MJST NOT*, "REQU RED', "SHALL", "SHALL NOT",

"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "OPTIONAL" in this
document are to be interpreted as described in [ RFC2119].
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1.2. Wldcards in S-PMSI A-D Routes

As specified in [ WPN] and [ WPN-BGP], an S-PMSI A-D route advertises
that a particular Gflow is bound to a particular selective P-tunnel.

The identifier of the specified Gflow, e.g., (CGS CG, is encoded
into the Network Layer Reachability Information (NLRI) of the S-PMSI
A-D route. The identifier of the specified P-tunnel is encoded into
an attribute (the "PMSI Tunnel Attribute") of the S-PMSl A-D route.
Each S-PMSI A-D route thus specifies a single Gflow. To bind
multiple Gflows to a single P-tunnel, it is necessary to advertise
one S-PMBl A-Droute for each C-flow, specifying the sane P-tunnel in
each such route.

Thi s docunent defines OPTI ONAL extensions to the procedures and
encodi ngs specified in [ MWPN] and [ WPN-BGP]. These extensions
enable a single S-PMSI A-Droute to advertise that multiple
Cnulticast flows are bound to a single P-tunnel.

The extensions specified in this docunent are based on the notion of
allowing the NLRI of an S-PMSl A-D route to contain a "wldcard". |In
the NLRI encoding, a wildcard can replace the CGS, the GG or both.
We use the notation "C-*" to denote a wildcard. The extensions allow
the NLRI to encode three kinds of wldcards: (CG*,C*), (CS C*),
and (CG*,CQ.

By using wildcards, a PE may be able to reduce the nunber of S-PMSI
A-D routes it originates, thereby inproving the scalability of the
control plane. There is, however, no inpact on data pl ane
scalability, as the nunber of P-tunnels is not reduced.

Encodi ng and detail ed procedures are specified in subsequent sections
of this docunent.

1. 3. Use Cases

There are a nunber of situations in which it can be useful to use
wi ldcards in the NLRI of an S-PMsI A-D route.

- Using a selective P-tunnel as the default tunnel.

There are procedures in [ WPN and [ WWPN-BGP] that allow a PE to
advertise that it is going to use an inclusive P-tunnel as the
P-tunnel on which it will transmit all Cflows by "default".
However, those documents do not provide any way for a PE to
advertise that it is going to use a selective P-tunnel as the
P-tunnel on which it will transmit all Cflows by "default".

Usi ng the extensions defined in this docunent, a PE can
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advertise that it is going to use a selective P-tunnel as its
default P-tunnel. It does so by advertising an S-PMsl A-D route
whose NLRI contains (G *,CG*).

Binding multiple Gflows traveling along a customer’s Protocol
| ndependent Multicast - Sparse Mbde (PIMSM shared tree to a
singl e P-tunnel.

A PE router may be connected to an MVPN site that contains a
customer RP (C-RP). The C-RP may be the root of one or nore
shared trees. In multicast term nol ogy, these are known as
(*, G trees. By advertising a single S-PMSlI A-D route whose
NLRI contains the (CG*,CGGQ wldcard, the PE can bind all the
C-flows traveling along a custoner’'s (*, G tree to a single
P-tunnel . This use case applies only when GGis a

non-bi di rectional ASM (Any Source Milticast) group.

Binding mnultiple CGflows with the sane C-group address to a
single P-tunnel, even if each such Cflowis traveling along a
custoner’s PI M source tree.

A PE router may be connected to an MVPN site containing several
mul ticast sources that are all sending to a comopn mul ticast
group, along a custoner’s PIMsource trees. Alternatively, the
PE may be connected to several sites, each containing at |east
one source sending to the common mnulticast group. By
advertising a single S-PMSI A-D route whose NLRI contains

(G*, GG, the PE can bind these C-flows to a single P-tunnel.

This use case applies only when the C-group is a
non- bi di recti onal ASM group.

Binding nultiple Cflows with the sane C-group address to a
single P-tunnel, when those C-flows are traveling along a
custoner’s BIDIR-PIMshared tree.

This use case applies only when the Cgroup is a BIDDR-PIM
group.

Binding nultiple Gflows froma given Csource to a given
P-tunnel, irrespective of whether those C-flows all have the
same C-group address.

This can be useful when the C-group addresses are SSM (Single

Source Miulticast) addresses. Suppose, for exanple, that a given
source transmts nultiple "channel s* of information, each with
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its own C-group address. It may be desirable to bind all these
channels to a single P-tunnel, w thout having to advertise an
S-PMSI A-D route for each one.

O course, a specific Gflow, (CS,CGG@, can always be assigned
individually to a particular P-tunnel by advertising an S-PMBI A-D
route whose NLRI contains (CS,CQ.

In Section 4, we will sonetines speak of an S-PMSI A-D route being

i gnored. Wen we say the route is "ignored', we do not mean that its
normal BGP processing is not done, but that the route is not

consi dered when determ ning which P-tunnel to use when receiving

nmul ticast data, and that the MPLS | abel values it conveys are not
used. We will use "ignore" in quotes to indicate this neaning.

Thi s docunent provides procedures only for the case where the
P-tunnels are "unidirectional", i.e., point-to-nmultipoint. The use
of "bidirectional" (multipoint-to-nmultipoint) P-tunnels is outside
the scope of this docunent.

2. Encoding of W|Idcards

Per [ MVPN-BGP] Section 4.3, the MCAST-VPN NLRI in an S-PMSI A-D route
is encoded as foll ows:

o m e e e e e e e e e e eme— oo +
| RD (8 octets)

o m e e e e e e e e e e memao - +
| Multicast Source Length (1 octet)

o e m e e e e e e e e e e e e ao oo +
| Milticast Source (variable) |
o m e e e e e e e e e e eme— oo +
| Milticast Goup Length (1 octet) |
o m e e e e e e e e e e memao - +
| Milticast G oup (vari abl e) |
o e m e e e e e e e e e e e e ao oo +
| Oiginating Router’s | P Addr |
o m e e e e e e e e e e eme— oo +

where the "source |length" and "group length" fields always have a
non-zero value. This docunent specifies that a "zero-|ength" source
or group represents the corresponding wildcard. Specifically,

- A source wildcard is encoded as a zero-length source field.

That is, the "nulticast source length" field contains the val ue
0x00, and the "multicast source" field is onmtted.
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3.

3.

- Agroup wildcard is encoded as a zero-length group field. That
is, the "multicast group length" field contains the val ue 0x00,
and the "nmulticast group" field is onitted.

Fi nding the Matching S-PMSI A-D Route

This section gives the precise rules for determning the S-PMSI A-D
route that is "matched" by a given (CGS CGQ or (CG*, CG. The
procedures in Section 4 will make use of the matching rul es defined
in this section.

Al matching rules assunme the context of a given VRF at a given PE.

The rules that a PE applies to find the SS-PMSI A-D route that matches
a (CGSCQ Cflowthat it needs to transnit are slightly different
than the rules it applies to find the S-PMSI A-D route that matches a
(GS GG Cflowthat it needs to receive. These rules are specified
in Sections 3.1 and 3.2, respectively.

The S-PMSI A-D route that is matched by a given (CS,C G may change
over tine, as the result of S-PMSI A-D routes being withdrawn or as a
result of new S-PMSI A-D routes being originated and/or adverti sed.
In particular, if (CS, GG matches an S-PVSI A-D route whose NLRI
contains (C-*,C*), the origination or reception of an S-PMSI A-D
route whose NLRI contains (CGS, GG nmay cause (C-S, GG to match the
latter route instead. Note also that the S-PMSI A-D route that

mat ches a given (GS,C G is independent of the order in which the
routes were originated or received.

1. Finding the Match for Data Transm ssion

Consider a given PE; call it PEL. At any given tine, for a given VRF
at PEl, there is a (possibly enpty) set of S-PMSI A-D routes that PE1l
has originated and advertised, but not withdrawn. W will refer to
these routes as "currently originated" by PElL. Suppose that PE1l
needs to transnmt a particular Gflow (CS, GG to one or nore other
PEs. W use the following algorithmto find the S-PMsl A-D route
that the Cflow "nmatches":

- If thereis an S-PMsl A-D route currently originated by PE1,
whose NLRI contains (CGS CGQG, the (GS GG Cflow mtches that
route.

- OGherwise, if thereis an S-PMSl A-D route currently originated
by PEl, whose NLRI contains (CS,CG*), ANDif CGGis an SSM
group address, the (CGS, GG Cflow matches that route.
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3.

3.

3.

- OGherwise, if thereis an S-PMSI A-D route currently originated
by PEl, whose NLRI contains (CG*, CQ, ANDif CGGis an ASM
group address, the (CGS, GG Cflow matches that route.

- Oherwise, if thereis an S-PMSl A-D route currently originated
by PEl, whose NLRI contains (C*,C*), the (CGS CG Cflow
mat ches that route.

2. Finding the Match for Data Reception

We refer to an S-PMSI A-D route as being "installed" (in a given VRF)
if it has been selected by the BGP decision process as the preferred
route for its NLRI.

An S-PMSI A-Droute is considered to be "originated by a given PE" if
that PEE's IP address is contained in the "Originating Router’s IP
Address” field in the MCAST-VPN NLRI of the route.

2.1. Finding the Match for (CS, CGQ

2.

Suppose that a PE router (call it PEl) needs to receive (CS CGQ,
and that PE1 has chosen another PE router (call it PE2) as the
"upstream PE' [ MWPN] for that flow

- If there is an installed S-PMsl A-D route originated by PE2,
whose NLRI contains (CGS, CG@, then (CGS GG natches that
rout e.

- Oherwise, if thereis an installed S-PMslI A-D route originated
by PE2, whose NLRI contains (C-S,C*), ANDif CGGis an SSM
nmul ticast group address, then (C-S, GG nmatches that route.

- OGherwise, if there is an installed S-PMslI A-D route originated
by PE2, whose NLRI contains (CG*,CGCQ@, ANDif GGis an ASM
mul ticast group address, then (CS, GG nmatches that route.

- OGherwise, if thereis an installed S-PMsl A-D route originated
by PE2, whose NLRI contains (C*,C*), then (CS,C G matches
that route.

2. Finding the Wldcard Match for (C*, CGQ

Suppose that a PE router (call it PEl) needs to receive (CG*,CQ
traffic. Note that even if (G *, GG nmatches a non-wildcard S-PMSI
A-D route (as detailed in Section 12.3 of [MWPN-BGP]), it may al so
match one or nore wildcard S-PMSI A-D routes, as specified bel ow
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If on PELl there is an installed S-PMSI A-D route originated by PE2,
whose NLRI contains (CG*, CG@, then (CG*, GG nmatches this route if
one of the follow ng conditions holds:

- PEl1 determines that PE2 is the "upstreant PE [WPN] for the CRP
of GG or

- PE1l has installed one or nore Source Active A-D routes for GG
originated by PE2, and for at |east one of these routes, PEl
does not have a corresponding (G S,C G state, or

- CGis a BIDIR PI M group, or

- Source Active A-D routes are not being used.

If (CG*,CGGQ does not match a (G*,CG S-PMSl A-D route from PE2,
but PE1 has an installed (C*,CG*) S-PMSI A-D route from PE2, then
(CG*,CG matches the (C*,C*) route if one of the follow ng
condi tions hol ds:

- PEl1 determines that PE2 is the "upstreani PE [ WPN] for the CRP
of GG or

- PE1l has installed one or nore Source Active A-D routes for GG
originated by PE2, and for at |east one of these routes, PEl
does not have a corresponding (CS,C G state, or

- CGis a BIDIR PI M group, or

- Source Active A-D routes are not being used.

4. Procedures for S-PMsSlI A-D Routes with W] dcards
4.1. Procedures for Al Kinds of WIdcards

Thi s docunent defines procedures for the follow ng uses of the
wildcard in the NLRI of an S-PMSI A-D route:

- (CG*,CGQ: Source wildcard, group specified.
- (GS,CG*): Source specified, group wldcard.
- (CG*,C*): Source wildcard, group wildcard.

Al other wildcard functionality is outside the scope of this
docurent .
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The ability to originate S-PMSI A-D routes with a particular kind of
wildcard is OPTIONAL. However, if a PE has the ability to originate
S-PMSI A-D routes with a particular kind of wildcard, it MJST have
the ability to interpret and correctly process S-PVMSI A-D routes with
that kind of wildcard, and it SHOULD have the ability to interpret
and correctly process all three kinds of wildcards.

For a given MVPN, A PE MJUST NOT originate S-PMSI A-D routes with a
particul ar kind of wildcard unless it is known a priori that all PEs
attached to that MV/PN have the ability to interpret and correctly
process that kind of wldcard.

The criteria for originating and withdrawing S-PVSI A-D routes with
wi | dcards are local to the originating PE

As specified in [ WPN-BGP], an S-PMSI A-Droute is carried in the
NLRI field of an MP_REACH NLRI attribute (see [BGP-MP]). Every
S-PMSI A-D route has a particular address famly (IPv4 or |IPv6), as
specified in the Address Famly Identifier (AFl) field of the
MP_REACH NLRI attribute. A wldcard in a particular S-PVMSI A-D route
al ways refers only to multicast flows of that same address famly.

The procedures specified in this docunent apply only when the PMSI
Tunnel Attribute of an S-PMSI A-D route specifies a "unidirectional™
P-tunnel. The use of "bidirectional" P-tunnels (e.g., Miltipoint-to-
Mul ti point Label Switched Paths, BIDIR-PIMtrees) is outside the
scope of this docunent.

In the follow ng sections, an S-PMSI A-D route whose NLRI contains
(CG*, GG, (CGSCG*), or (C*,C*) will be referred to as a
"(CG*, GO route", a "(CS,C*) route", or a "(C*,C*)" route,
respectively.

4.2. Procedures for (CG*, GG S-PMsI A-D Routes

Thi s docunent specifies the use of (CG*,CGQG S-PVSl A-Droutes only
in the case where CG-Gis an ASM group address. Use of (CG*,CQ
S-PMSI A-D routes where GG is an SSM group address is outside the
scope of this docunent. |If a PE receives a (CG*,CG S-Pwsl A-D
route, and the PE can determine that CGis an SSM group address, the
PE SHOULD "ignore" this S-PMSI A-D route.

By default, the set of Route Targets carried by a (CG*,CG S-PMSI
A-D route originated by a given VRF is the sane as the set of Route
Targets carried in the (unicast) VPN-IP routes that originated from
that VRF. An inplenentation MIST allow the set of Route Targets
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carried by the (G*,CG S-PVMSI A-Droute to be specified by
configuration. |In the absence of a configured set of Route Targets,
the route MIUST carry the default set of Route Targets.

If a PE needs to transmt packets of a (CS, GCQ@ Cflow, and if

(CGS CG mtches a (CG*,CGG S-Pvsl A-Droute according to the rules
of Section 3.1, then the PE MJUST use the P-tunnel advertised in this
route for transmtting that CGflow (Note that it is inpossible for
agiven (CGS,CG to match both a (G*,CG wldcard and a (CS, C*)
wi | dcard.)

If PIMis being used as the PE-PE control protocol, then if the PE

has (CG-*, CGGQG and/or (CGS,CG state that matches (according to the
procedures of Section 3.2) an S-PMBl A-D route, the PE MIUST join the
P-tunnel specified in the PMSI Tunnel Attribute of that route.

If BGP is being used as the PE-PE control protocol, then

- If a given PE has currently originated a Cnulticast Shared Tree
Join for (CG*,CGQ, and if (CGC*,CQG mtches a (C*, GG S PVl
A-D route, then the PE applies the procedures of Section 12.3
("Receiving S-PVMSlI A-D Routes by PEs") of [MPN BGP] to that
S-PVsl A-D route.

- O herwise (the given PE does not have a currently originated
C-nulticast Shared Tree Join for (C*,CQ), if there are one or
nore val ues of G-S for which the PE has a currently originated
Source Tree Join G multicast route for (GS, GG, the PE MIST
join the tunnels advertised by the S-PMSI A-D routes that match
(according to Section 3.2) each such (CGS,CGGQ.

- O herwise, the PE "ignores" the route.
4.3. Procedures for (CS,G*) S-PMSI A-D Routes

Thi s docunent covers the use of (C-S,C*) S-PVMsl A-D routes for only
the CGnulticast flows where GG is an SSM group address. Use of
(CGS C*) S-PMSI A-Droutes for other CG-rmulticast flows is outside
the scope of this document. Specifically, if a PE receives a

(GS C*) S-PMsl A-Droute, and the PE can determine that GG is not
an SSM group address, the PE SHOULD "ignore" this S-PMSI A-D route.

By default, the set of Route Targets carried by a (CS,C*) S PMSI
A-D route originated by a given VRF is an intersection between the
set of Route Targets carried in the Intra-AS |-PMsl A-D route that
originated fromthat VRF, and the set of Route Targets carried by the
uni cast VPN-IP route to CS originated fromthat VRF. An

i mpl enentati on MUST allow the set of Route Targets carried by the
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(CGS C*) S-PMSI A-Droute to be specified by configuration. 1In the
absence of a configured set of Route Targets, the route MJUST carry
the default set of Route Targets.

If a PE needs to transmt packets of a (CS, GCQ@ Cflow, and if

(CGS CG mtches a (CGS,CG*) S-PVvsl A-Droute according to the rules
of Section 3.1, then the PE MJUST use the P-tunnel advertised in this
route for transmtting that CGflow (Note that it is inpossible for
agiven (CGS,CG to match both a (G*,CG wldcard and a (CS, C*)
wi | dcard.)

If PIMis being used as the PE-PE control protocol for distributing
C-nulticast routing, and if a given PE needs to receive a (CS, CQ
flow, and if (CGS,CG matches the (GS,C*) S-PMSI A-Droute
(according to the procedures of Section 3.2), then the PE MJST join
the P-tunnel specified in the PMSI Tunnel Attribute of that route.

If BGP is being used as the PE-PE control protocol for distributing
Cnulticast routing, and if there is some (C-S,C G such that (a) the
PE has a currently originated (CGS,CG Source Tree Join C multicast
route, AND (b) the given (CS, GG matches (according to the
procedures of Section 3.2) a (GS,C*) S-Pvsl A-Droute, then PE1
applies the procedures of Section 12.3 ("Receiving S-PVslI A-D Routes
by PEs") of [MPN-BGP] to the matching S-PMSI A-D route.

4.4. Procedures for (CG*,C*) S-PVSl A-D Routes

(CG*,C*) S-PMsl A-D routes are used when, for a given MVPN, a PE has
a policy not to use an I-PMSI for carrying nulticast data traffic
originated in the MVWPN s site(s) connected to that PE. When the
(CG*,C*) wildcard is used together with BGP C-nulticast routing,
this results in the "S-PMSl only" nodel, where no |I-PMSIs are used at
all for the given MPN.

A(C*, CG*) SSPMSI A-Droute is originated for a given WPN by a
given PE only if that PE has been provisioned with the policy to
do so.

When so provisioned, the PE MAY originate the (G*,C*) S-PMSI A-D
route as soon as it is enabled to support the given M/PN

Al ternatively, the PE MAY delay originating the route until one of
the follow ng conditions hol ds:

- The PE-PE protocol for distributing Grmulticast routing is PIM
and for the given MV/PN, the PE has sonme (C-S, GG or (CG*, GG
state for which the upstreaminterface is one of the VRF
interfaces for the given MVPN
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- The PE-PE protocol for distributing Grmulticast routing is BGP,
and the given PE has received and installed either of the
foll ow ng:

* a Source Tree Join Cnulticast route, with the CGS contai ned
in the route’s NLRI being reachable via one of the given
MVPN s VRF interfaces, or

* a Shared Tree Join CG-nulticast route, with the GRP carried in
that route being reachable via one of the given MVPN s VRF
i nt erfaces.

By default, the set of Route Targets carried by a (CG*,C*) S-PMSI
A-D route originated froma given VRF is the same as the set of Route
Targets carried in the VPN-1P unicast routes originated fromthat
VRF. An inmplenmentation MUST allow the set of Route Targets carried
by the (CG*,CG*) S-PMSl A-Droute to be specified by configuration.
In the absence of a configured set of Route Targets, the route MJUST
carry the default set of Route Targets, as specified above.

If a PE needs to transnit packets of a (CGS, GCGQ Cflow, and if

(GS GG mtches a (CG*,C*) S-PVMsl A-Droute according to the rules
of Section 3.1, then the PE MJUST use the P-tunnel advertised in this
route for transmtting that CGflow. (Note that it is inpossible for
a given (CGS CG to match both a (CG*,C*) wildcard and any ot her

wi | dcard.)

If PIMis being used as the PE-PE control protocol for distributing
Cnmulticast routing, and if a given PE, say PEl, needs to receive a
(CGSCQG flow, and if (GS,CGQG natches the (C*,CG*) S-PMBl A-D
route (according to the procedures of Section 3.2), then PE1L MJST
join the P-tunnel specified in the PMSI Tunnel Attribute of that
route.

If BGP is being used as the PE-PE control protocol for distributing
C-nulticast routing, then if (and only if) one of the follow ng
conditions holds, the PE applies the procedures of Section 12.3
("Receiving S-PVMSI A-D Routes by PEs") of [MPN-BGP] to the matching
S-PMSI A-D route. The conditions are as foll ows:

- The PE has a currently originated C-nulticast Source Tree Join
route for (CGS,C G that matches (according to the procedures of
Section 3.2) the (CG*,C*) S-PMsl A-Droute, or

- The PE has a currently originated a C-nulticast Shared Tree Join

route for (CG*,C G that matches (according to the procedures of
Section 3.2) the (CG*,C*) S-PMsl A-D route.
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5.

Security Considerations

There are no additional security considerations beyond those of
[ WPN] and [ M\VPN- BGP] .
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